**国家税务总局天津市税务局安全运营、等保测评、密码应用安全性评估和密码应用安全服务项目**

**招标文件**

（项目编号：TGPC-2024-D-0312）
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第一部分 投标邀请函

受国家税务总局天津市税务局委托，天津市政府采购中心将以公开招标方式，对国家税务总局天津市税务局安全运营、等保测评、密码应用安全性评估和密码应用安全服务项目实施政府采购。现欢迎合格的供应商参加投标。

本项目为远程招投标，一律不接受纸质投标文件，只接受加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准）。供应商参加投标前须办理CA数字证书（USBKEY）和电子签章。投标人须按招标文件的规定在天津市政府采购中心招投标系统中提交网上应答并上传加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准）。

一、项目名称和编号

（一）项目名称：国家税务总局天津市税务局安全运营、等保测评、密码应用安全性评估和密码应用安全服务项目

（二）项目编号：TGPC-2024-D-0312

二、项目内容

第一包：2024年安全运营服务，合同履行期限：自合同签订之日起一年（特殊情况以合同为准）；

第二包：2024年等保测评服务，合同履行期限：合同签订之日至2024年12月31日；

第三包：2024年密码应用安全性评估服务，合同履行期限：合同签订之日至2024年12月31日；

第四包：2024年密码应用安全服务，合同履行期限：自合同签订之日起三年（特殊情况以合同为准）。

三、项目预算

第一包：4049600元；

第二包：1121000元；

第三包：1050000元；

第四包：2105000元。

四、供应商资格要求（实质性要求）

（一）根据《商用密码应用安全性评估管理办法》的规定，第三包投标人应为国家密码管理部门认定的密码评测机构，列入国家密码管理局公告（第42号）机构目录之内。

（二）投标人须具备《中华人民共和国政府采购法》第二十二条第一款规定的条件，提供以下材料：

1. 营业执照副本或事业单位法人证书或民办非企业单位登记证书或社会团体法人登记证书或基金会法人登记证书扫描件或自然人的身份证明扫描件。

2. 财务状况报告等相关材料：

A.经第三方会计师事务所审计的2022年度或2023年度财务报告扫描件。

B. 具有良好的商业信誉和健全的财务会计制度的书面声明。

注：A、B两项提供任意一项均可。

3. 依法缴纳税收和社会保障资金的书面声明。

4. 投标截止日前3年在经营活动中没有重大违法记录的书面声明（截至开标日成立不足3年的供应商可提供自成立以来无重大违法记录的书面声明）。

5. 提交具备履行合同所必需的设备和专业技术能力证明材料。

（三）本项目不接受联合体投标。

（四）本项目第二包专门面向中小企业采购，提供《中小企业声明函》。

五、项目需要落实的政府采购政策

（一）本项目第二包专门面向中小企业采购，第一包、第三包、第四包对小微企业报价给予20%的扣除。

（二）根据财政部发布的《关于政府采购支持监狱企业发展有关问题的通知》规定，监狱企业视同小微企业。

（三）根据财政部、民政部、中国残疾人联合会发布的《关于促进残疾人就业政府采购政策的通知》规定，残疾人福利性单位视同小微企业。

注：中小微企业以投标人填写的《中小企业声明函》为判定标准，残疾人福利性单位以投标人填写的《残疾人福利性单位声明函》为判定标准，监狱企业须投标人提供由省级以上监狱管理局、戒毒管理局（含新疆生产建设兵团）出具的属于监狱企业的证明文件，否则不予认定。以上政策不重复享受。

（四）涉及商品包装或快递包装的，按照《财政部办公厅、生态环境部办公厅、国家邮政局办公室关于印发<商品包装政府采购需求标准（试行）>、<快递包装政府采购需求标准（试行）>的通知》（财办库〔2020〕123号）要求执行。

（五）按照《财政部关于在政府采购活动中查询及使用信用记录有关问题的通知》（财库〔2016〕125号）的要求，根据开标当日解密截止时间“信用中国”网站（www.creditchina.gov.cn）、中国政府采购网（www.ccgp.gov.cn）的信息，对列入失信被执行人、重大税收违法案件当事人名单、政府采购严重违法失信行为记录名单及其他不符合《中华人民共和国政府采购法》第二十二条规定条件的供应商，拒绝参与政府采购活动，同时对信用信息查询记录和证据进行打印存档。

六、获取招标文件时间、方式

（一）获取招标文件时间：2024年5月21日至2024年5月28日，每日9:00至17:00（北京时间，法定节假日除外）。

（二）获取招标文件的方式：

1. 获取招标文件网址：使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登录天津市政府采购中心网（网址：[http://tjgpc.zwfwb.tj.gov.cn](http://www.tjgpc.gov.cn)）-“网上招投标”-“供应商登录”-“市级集采机构入口”下载招标文件。

2. 供应商注册、CA数字证书（USBKey）领取、电子签章办理办法：

（1）天津市政府采购中心网注册：登录天津市政府采购中心网（http://tjgpc.zwfwb.tj.gov.cn）首页点击“供应商注册”，填写相关内容。天津市政府采购中心注册窗口联系电话：022-24538316。

（2）CA数字证书（USBKey）领取及电子签章办理：参见天津市政府采购中心网（http://tjgpc.zwfwb.tj.gov.cn）--服务指南--供应商注册、领取CA数字证书（USBKey）及电子签章制章的流程。

CA数字证书办理联系电话：400-0566-110或022-24538059。

电子签章办理联系电话：022-24538059。

（三）本项目不组织踏勘现场，不组织标前答疑会。

七、网上应答时间

2024年5月21日9:00至2024年6月11日8:30，使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-“网上招投标”-“供应商登录”-“市级集采机构入口”进行应答并提交。

网上应答帮助链接：http://tjgpc.zwfwb.tj.gov.cn/webInfo/getWebInfoListForwebInfoClass.do?fkWebInfoclassId=W008

八、投标截止时间及方式

（一）投标截止时间：2024年6月11日8:30。投标截止时间前提交网上应答并上传加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准）方为有效投标。

（二）投标方式：本项目投标采用网上电子投标方式，投标人须于投标截止时间前使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-“网上招投标”-“供应商登录”-“市级集采机构入口”提交网上应答并上传加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准）。

九、开标时间及方式

（一）开标解密时间：2024年6月11日8:30至9:30完成开标解密的投标为有效投标。

（二）开标解密方式：本项目采用网上开标方式，投标人须于规定时间内使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-“网上招投标”-“供应商登录”-“市级集采机构入口”完成开标解密。

（三）网上开标公示时间：2024年6月11日9:30至12:00。投标人可在规定时间内使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-“网上招投标”-“供应商登录”-“市级集采机构入口”自行查看开标信息。

十、采购代理机构名称、地址、联系人及联系方式

（一）采购代理机构名称：天津市政府采购中心

（二）采购代理机构地址：天津市河东区红星路79号二楼（邮编：300161）

（三）联系人：郭晓刚、杨光、鲁志强

（四）网址：http://tjgpc.zwfwb.tj.gov.cn

（五）对外办公时间：法定工作日9:00～12:00，14:00～17:00

（六）咨询服务电话：

1. 供应商注册咨询：022-24538316

2. CA证书和电子签章办理咨询：022-24538059

3. 采购文件咨询：022-24538176

4. 网上应答及解密操作咨询：022-24538309

十一、采购人的名称、地址和联系方式

（一）采购人名称：国家税务总局天津市税务局

（二）采购人地址：天津市河北区民主道16号

（三）采购人联系人：张轲

（四）采购人联系电话：022-24465512

十二、质疑方式

（一）供应商认为采购文件、采购过程和采购结果使自己的权益受到损害的，可以在知道或者应知其权益受到损害之日起七个工作日内，按照本项目采购文件第三部分《投标须知》“8. 询问与质疑”的相关规定，以书面原件形式针对同一采购程序环节一次性提出质疑，否则不予受理。

采购人质疑受理：

1. 联系部门：国家税务总局天津市税务局

2. 联系地址：天津市河北区民主道16号

3. 联 系 人：张轲

4. 联系方式：022-24465512

（二）供应商对质疑答复不满意的，或者采购人、天津市政府采购中心未在规定期限内作出答复的，供应商可以在质疑答复期满后15个工作日内，向采购人同级财政部门提出投诉，逾期不予受理。

十三、公告期限

招标公告的公告期限为5个工作日。

十四、招标代理服务费

本项目按以下比例向中标供应商收取招标代理服务费：

| 中标金额（万元） | 费率 |
| --- | --- |
| 100以下 | 1% |
| 100-500 | 0.8% |
| 500-1000 | 0.45% |
| 1000-5000 | 0.25% |
| 5000-10000 | 0.1% |
| 10000-100000 | 0.05% |

服务费按差额定率累进法计算，向下取整，精确到元。例如中标金额为6805000元，服务费=1000000×1%+（5000000-1000000）×0.8%+（6805000-5000000）×0.45%=50122.5元，服务费缴纳50122元。其中中标金额以《中标通知书》为准。

中标供应商应于中标公告发布之日起5个工作日内缴纳招标代理服务费，缴费单位名称须与投标单位名称一致，缴费时请注明项目编号及中标包号。

名 称：天津市公共资源交易中心

开户行及账号：中国建设银行股份有限公司天津明华支行

1205 0162 4900 0000 0675

银行联行号：105110039436

纳税人识别号：1212 0000 MB1E 44809C

地址：天津市河东区红星路79号

缴费及申请开票系统：http://pay.tjggzy.cn/

缴费及开票咨询电话：022-24532012

2024年5月21日

第二部分 招标项目要求

★一、商务要求

（一）报价要求

1. 投标报价以人民币填列。

2. 投标人的报价应包括：人员费用、服务费用、测评费用、管理费及税金等为完成招标文件规定的一切工作所需的全部费用。投标人所报价格应为最终优惠价格。

3. 验收相关费用由投标人负责。

（二）服务要求

投标人提供详细的服务方案。

（三）时间、地点要求

1. 时间要求：第一包合同履行期限：自合同签订之日起一年（特殊情况以合同为准）；

第二包合同履行期限：合同签订之日至2024年12月31日（特殊情况以合同为准）；

第三包合同履行期限：合同签订之日至2024年12月31日（特殊情况以合同为准）；

第四包合同履行期限：自合同签订之日起三年（特殊情况以合同为准）。

2. 服务地点：采购人指定地点（特殊情况以合同为准）。

（四）付款方式

第一包：签订合同后支付合同总额的30%；项目中期验收合格后支付合同总额的40%；项目结束验收合格后支付合同总额的30%（特殊情况以合同为准）；

第二包：签订合同后支付合同总额的30%；测评结束后出具满足等网络安全等级保护技术指标要求，加盖测评机构印章的《信息安全等级保护测评报告》且备案通过，经验收合格后支付合同总额的70%（特殊情况以合同为准）；

第三包：签订合同后支付合同总额的30%；测评结束后出具满足商用密码应用指标要求，加盖测评机构印章的《密码应用安全评估报告》且备案通过，经验收合格后支付合同总额的70%（特殊情况以合同为准）；

第四包：签订合同后支付合同总额的25%；项目满一年阶段性验收合格后支付合同总额的25%；项目满两年阶段性验收合格后支付合同总额的25%；项目结束验收合格后支付合同总额的25%。

（五）投标保证金和履约保证金

本项目不收取投标保证金和履约保证金。

（六）验收方法及标准

按照采购合同的约定和现行国家标准、行业标准或企业标准对每一服务环节、安全标准的履约情况进行考核与验收。必要时，采购人有权邀请参加本项目的其他投标人或者第三方机构参与验收。参与验收的投标人或者第三方机构的意见作为验收书的参考资料一并存档。验收结束后，应当出具验收书，列明各项服务的考核验收情况及项目总体评价，由验收双方共同签署。

二、技术要求

★（一）投标人须承诺所提供的服务、人员及设备符合相关国家强制性规定。

（二）具体需求详见本部分项目需求书。

三、评分因素及评标标准

第一包：

|  |  |  |  |
| --- | --- | --- | --- |
| 第一部分 价格（10分） | | | 分值 |
| 1 | 价格 | （1）投标报价超过采购预算的，投标无效，未超过采购预算的投标报价按以下公式进行计算。  （2）投标报价得分=（评标基准价/投标报价）×10  注：满足招标文件要求且投标报价最低的投标报价为评标基准价。 | 10 |
| 第二部分 客观分（24分） | | | 分值 |
| 1 | 投标人业绩 | 完全按照以下要求提供投标人曾实施的信息系统安全服务业绩，提供的证明材料均不得遮挡涂黑，否则不予认定加分。  A. 合同原件扫描件。包括合同金额、买卖双方名称及盖章、服务内容（至少包含漏洞扫描、配置核查、渗透测试、日志分析、代码审计、开发安全、网站安全监测、外包服务、信息系统安全建设、风险评估、应急演练、攻防演习、应急响应、重要时期保障、网络安全规划、网络安全体系咨询、网络安全管理体系建设等中的任意一项）、合同签订日期（应为2021年1月1日或以后）。  B. 上述合同履行良好的相关证明材料原件扫描件（加盖上述合同甲方单位公章或上述合同中所盖的甲方印章或甲方验收证明材料）。  每个业绩2分，最多4分 | 4 |
| 2 | 投标人相关证书评价 | 投标人具备CNCERT国家互联网应急中心颁发的网络安全应急服务支撑单位（甲级）、《国家信息安全测评信息安全服务资质证书-安全开发类》（二级或以上）、中国网络安全审查技术与认证中心颁发的《数据安全管理认证证书》，提供证书扫描件，每个合格的证书扫描件得1分，最多3分； | 3 |
| 3 | 投入人员评价 | （1）项目经理具备计算机、网络安全、信息安全相关专业硕士（或以上）毕业证书，提供合格的证书扫描件：0.5分，其他0分；  （2）项目经理具备6年（或以上）信息安全服务项目实施经验，提供工作简历扫描件，满足以上要求的：0.5分，其他0分；  （3）驻场工程师具备注册信息安全专业人员（CISP）证书 、注册信息安全工程师（CISE）证书、信息安全保障人员（CISAW）证书或注册渗透测试工程师（CISP-PTE），提供以上任意一种合格的证书扫描件得1分，其他0分；  （4）攻防演习防守团队中的安全专家至少1人具备注册信息系统安全专家（CISSP）证书、注册渗透测试工程师（CISP-PTE）证书或注册渗透测试专家（CISP-PTS）证书，提供合格的证书扫描件：1分，其他0分；  （5）攻防演习防守团队中的高级安全工程师（不含安全专家）至少2人具备注册信息安全专业人员（CISP）证书、注册信息安全工程师（CISE）证书、注册渗透测试工程师（CISP-PTE）证书或注册渗透测试专家（CISP-PTS）证书，提供以上合格的证书扫描件，2名人员均具备以上任意一种证书的得1分，其他0分；  （6）应急支撑团队中应急服务人员不少于3人，具备注册信息安全专业人员（CISP）证书、注册信息安全工程师（CISE）证书、信息安全保障人员（CISAW）证书、注册渗透测试工程师（CISP-PTE）证书、注册渗透测试专家（CISP-PTS）证书，提供以上任意一种合格的证书扫描件得1分，其他0分；  （7）应急支撑团队中应急安全专家不少于2人，具备注册信息系统安全专家（CISSP）证书、注册渗透测试工程师（CISP-PTE）证书、注册渗透测试专家（CISP-PTS）证书，提供以上任意一种合格的证书扫描件得1分，其他0分；  注：除项目经理外，一人持多证不重复积分。 | 6 |
| 4 | 投标人承诺评价 | 承诺完全满足招标文件“报价要求”、“时间地点要求”、“付款方式要求”和技术要求中非“★”号要求的：11分，其他0分。 | 11 |
| 第三部分 主观分（66分） | | | 分值 |
| 1 | 日常运维服务方案评价 | 至少包含信息资产管理、安全管理监控、7\*24小时互联网预警监控、安全加固技术支持、配置策略优化、网络威胁数据分析、基线配置检查、网络拓扑梳理等方面内容  满足招标文件要求，无瑕疵：8分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：4分；  方案内容存在3处瑕疵：2分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 8 |
| 2 | 互联网高危漏洞检测挖掘和众测服务和数据安全运营服务方案评价 | 至少包含互联网高危漏洞检测挖掘和众测服务、数据安全运营服务（含数据安全风险评估）等方面内容  满足招标文件要求，无瑕疵：8分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：4分；  方案内容存在3处瑕疵：2分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 8 |
| 3 | SSL证书服务和CDN加速服务方案评价 | 至少包含SSL证书服务（1个二级域名证书，6个多域名的三级域名证书）和CDN加速服务等方面内容  满足招标文件要求，无瑕疵：8分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：4分；  方案内容存在3处瑕疵：2分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 8 |
| 4 | 安全检测服务方案评价 | 至少包含不少于4次互联网暴露面发现、每季度1次外部漏洞挖掘、不少于2次安全专项检查、至少每月1次内部安全扫描、至少每月1次病毒查杀工作、每季度1次安全日志分析服务、每季度1次安全审计服务、至少包含13个系统的代码审计等方面内容。  满足招标文件要求，无瑕疵：8分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：4分；  方案内容存在3处瑕疵：2分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 8 |
| 5 | 重要时期保障服务方案评价 | 至少包含网络攻防演习、重要时期保障服务等方面内容  满足招标文件要求，无瑕疵：8分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：4分；  方案内容存在3处瑕疵：2分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 8 |
| 6 | 安全服务配套工具评价 | 至少包含投入本项目的安全监控系统、APT攻击检测设备、基线配置核查工具、威胁狩猎系统、数据安全分析平台、敏感数据发现及风险评估系统、数据库审计与风险控制系统等工具的介绍  满足招标文件要求，无瑕疵：5分；  内容存在1处瑕疵：4分；  内容存在2处瑕疵：3分；  内容存在3处瑕疵：2分；  内容存在4处瑕疵：1分；  未提供或不满足招标文件要求或存在5处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 5 |
| 7 | 网络安全宣传方案评价 | 至少包含2024年度网络安全宣传周活动（含方案、海报、视频、H5版的网络安全知识竞赛）、宣传讲座服务、安全咨询服务、应急演练服务等方面内容  满足招标文件要求，无瑕疵：8分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：4分；  方案内容存在3处瑕疵：2分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 8 |
| 8 | 威胁情报服务方案评价 | 至少包含威胁建模服务、威胁通告服务、威胁处置服务（在48小时内提供临时应急处理方案）、威胁狩猎服务（提供2个高仿真交互系统部署诱骗攻击者对测试系统进行攻击）等方面内容。  满足招标文件要求，无瑕疵：5分；  方案内容存在1处瑕疵：4分；  方案内容存在2处瑕疵：3分；  方案内容存在3处瑕疵：2分；  方案内容存在4处瑕疵：1分；  未提供方案或不满足招标文件要求或内容存在5处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 5 |
| 9 | 应急响应服务方案评价 | 至少包含应急响应的应对范围、响应时间、响应流程等方面内容，中标供应商应急人员需7\*24小时进行响应，按照采购人要求，服务方安全专家团队必须在2小时内到场。  满足招标文件要求，无瑕疵：8分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：4分；  方案内容存在3处瑕疵：2分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 8 |
| 合计 | | | 100 |

第二包：

|  |  |  |  |
| --- | --- | --- | --- |
| 第一部分 价格（10分） | | | 分值 |
| 1 | 价格 | （1）投标报价超过采购预算的，投标无效，未超过采购预算的投标报价按以下公式进行计算。  （2）投标报价得分=（评标基准价/投标报价）×10  注：满足招标文件要求且投标报价最低的投标报价为评标基准价。 | 10 |
| 第二部分 客观分（30分） | | | 分值 |
| 1 | 投标人业绩 | 完全按照以下要求提供投标人曾实施的三级（或以上）网络安全等级保护测评服务业绩，提供的证明材料均不得遮挡涂黑，否则不予认定加分。  A. 合同原件扫描件。包括合同金额、买卖双方名称及盖章、服务内容、合同签订日期（应为2021年1月1日或以后）。  B. 上述合同履行良好的相关证明材料原件扫描件（加盖上述合同甲方单位公章或上述合同中所盖的甲方印章）。  每个业绩2分，最多8分 | 8 |
| 2 | 投标人相关证书评价 | 投标人具备质量管理体系认证证书、《网络安全等级测评与检测评估机构服务认证证书》、《信息安全应急处理服务资质认证证书》、《信息安全风险评估服务资质认证证书》，提供以上证书扫描件，每个合格的证书扫描件得2分，最多8分。 | 8 |
| 3 | 投入项目人员（含项目经理）评价 | 投入的项目人员（含项目经理）为投标单位正式员工，提供实施小组人员姓名、开标前半年内任意1个月的由投标单位为上述人员缴纳社会保险证明扫描件，否则不予认定加分。  （1）项目经理具有工业和信息化部教育与考试中心颁发的高级信息安全管理工程师证书和网络安全等级测评高级测评师证书，提供以上证书扫描件，每个合格的证书扫描件得1分，最多2分；  （2）实施小组人员具备网络安全等级测评中级测评师证书，提供证书扫描件，每个合格的证书扫描件得1分，最多5分；  （3）安全技术人员具备信息安全保障人员认证（CISAW）证书，提供以上证书扫描件，每个符合要求的人员得1分，最多1分；  （4）安全技术人员具备注册信息安全专业人员-注册渗透测试工程师（CISP-PTE）证书，提供以上证书扫描件，每个符合要求的人员得1分，最多1分； | 9 |
| 4 | 投标人承诺评价 | 承诺完全满足招标文件“报价要求”、“时间地点要求”、“付款方式要求”和技术要求中非“★”号要求的：5分，其他0分。 | 5 |
| 第三部分 主观分（60分） | | | 分值 |
| 1 | 人员岗位、职责评价 | 至少包含各岗位投入人员数量、各岗位内部人员安排配置方案  满足招标文件要求，无瑕疵：12分；  方案内容存在1处瑕疵：9分；  方案内容存在2处瑕疵：6分；  方案内容存在3处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 12 |
| 2 | 等保测评及风险评估方案评价 | 至少包括本项目涉及的14个三级信息系统、5个二级信息系统的等级保护测评服务方案以及2个系统的关键基础设施风险评估服务方案  满足招标文件要求，无瑕疵：12分；  方案内容存在1处瑕疵：9分；  方案内容存在2处瑕疵：6分；  方案内容存在3处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；（本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 12 |
| 3 | 互联网安全检测方案评价 | 至少包括互联网暴露面检测、外部漏洞挖掘、敏感信息泄露检查方案  满足招标文件要求，无瑕疵：12分；  方案内容存在1处瑕疵：9分；  方案内容存在2处瑕疵：6分；  方案内容存在3处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；（本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 12 |
| 4 | 人员保密管理方案评价 | 至少包含保证服务过程中有可能获取的保密信息不泄露的措施：制定保密制度、服务人员保密培训、重点岗位双人服务、泄密惩罚办法。  满足招标文件要求，无瑕疵：12分；  方案内容存在1处瑕疵：9分；  方案内容存在2处瑕疵：6分；  方案内容存在3处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；（本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 12 |
| 5 | 项目质量控制及保证措施评价 | 至少包含服务过程中保证服务质量的控制措施、对出现项目质量问题时如何挽回、服务态度保障、人员业务专业化水平保障等方面内容  满足招标文件要求，无瑕疵：12分；  方案内容存在1处瑕疵：9分；  方案内容存在2处瑕疵：6分；  方案内容存在3处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 12 |
| 合计 | | | 100 |

第三包

|  |  |  |  |
| --- | --- | --- | --- |
| 第一部分 价格（10分） | | | 分值 |
| 1 | 价格 | （1）投标报价超过采购预算的，投标无效，未超过采购预算的投标报价按以下公式进行计算。  （2）投标报价得分=（评标基准价/投标报价）×10  注：满足招标文件要求且投标报价最低的投标报价为评标基准价。 | 10 |
| 第二部分 客观分（40分） | | | 分值 |
| 1 | 投标人业绩 | 完全按照以下要求提供投标人曾实施的商用密码应用安全性评估服务业绩，提供的证明材料均不得遮挡涂黑，否则不予认定加分。  A. 合同原件扫描件。包括合同金额、买卖双方名称及盖章、服务内容、合同签订日期（应为2020年1月1日或以后）。  B. 上述合同履行良好的相关证明材料原件扫描件（加盖上述合同甲方单位公章或上述合同中所盖的甲方印章）。  每个业绩2分，最多10分 | 10 |
| 2 | 投标人相关证书评价 | 投标人具有质量管理体系认证证书、信息安全服务资质认证证书、中国合格评定国家认可委员会检验机构认可证书（检测能力范围包含商用密码安全性评估相关内容）和检验检测机构资质认定证书（许可使用CMA标识，检测能力范围包含商用密码安全性评估相关内容），提供证书扫描件，每个合格的证书扫描件得2分，最多8分。 | 8 |
| 3 | 投入项目人员（含项目经理）评价 | 投入的项目人员（含项目经理）为投标单位正式员工，提供项目人员姓名、开标前半年内任意1个月的由投标单位为项目人员缴纳社会保险证明扫描件，否则不予认定加分。  （1）投入的项目经理具备《商用密码应用安全性评估人员测评能力考核证书》，提供证书扫描件，获得以上证书且成绩优秀的得2分，获得以上证书且成绩合格的得1分，其他0分。  （2）投入的项目经理具备高级（或以上）工程师职称证书，提供合格的证书扫描件：2分，其他0分；  （3）投入的项目经理具备注册网络安全渗透评估专业人员（NSATP-A）证书、信息安全保障人员认证（CISAW）证书、信息系统安全认证专业人员（CISSP）证书，每个合格的证书扫描件得2分，最多6分；  （4）投入的项目人员（不含项目经理）具备《商用密码应用安全性评估人员测评能力考核证书》，提供证书扫描件，每个获得以上证书且成绩优秀的人员得1分，每个获得以上证书且成绩合格的人员得0.5分，最多3分。 | 13 |
| 4 | 投标人承诺评价 | 承诺完全满足招标文件“报价要求”、“时间地点要求”、“付款方式要求”和技术要求中非“★”号要求的：9分，其他0分。 | 9 |
| 第三部分 主观分（50分） | | | 分值 |
| 1 | 项目理解评价 | 至少包含项目需求、测评对象、测评标准、测评范围及内容、密码需求分析、密码应用安全、密钥安全及安全管理制度等方面内容。  满足招标文件要求，无瑕疵：10分；  方案内容存在1处瑕疵：7.5分；  方案内容存在2处瑕疵：5分；  方案内容存在3处瑕疵：2.5分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 10 |
| 2 | 项目实施方案评价 | 至少包含测评流程、测评方法、实施计划、项目组织、项目交付等方面内容  满足招标文件要求，无瑕疵：10分；  方案内容存在1处瑕疵：7.5分；  方案内容存在2处瑕疵：5分；  方案内容存在3处瑕疵：2.5分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 10 |
| 3 | 质量保障方案评价 | 至少包含质量保障体系、技术保障、进度保障、沟通机制、风险控制及应急响应等方面内容。  满足招标文件要求，无瑕疵：10分；  方案内容存在1处瑕疵：7.5分；  方案内容存在2处瑕疵：5分；  方案内容存在3处瑕疵：2.5分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；（本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 10 |
| 4 | 保密管理方案评价 | 至少包含保密管理制度、保密管理技术措施、人员保密管理、文档保密管理等方面内容  满足招标文件要求，无瑕疵：10分；  方案内容存在1处瑕疵：7.5分；  方案内容存在2处瑕疵：5分；  方案内容存在3处瑕疵：2.5分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；（本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 10 |
| 5 | 培训方案评价 | 至少包含培训计划、培训内容等方面内容  满足招标文件要求，无瑕疵：10分；  方案内容存在1处瑕疵：7.5分；  方案内容存在2处瑕疵：5分；  方案内容存在3处瑕疵：2.5分；  未提供方案或不满足招标文件要求或内容存在4处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | 10 |
| 合计 | | | 100 |

第四包：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 第一部分 价格（10分） | | | | 分值 |
| 1 | 价格 | （1）投标报价超过采购预算的，投标无效，未超过采购预算的投标报价按以下公式进行计算。  （2）投标报价得分=（评标基准价/投标报价）×10  注：满足招标文件要求且投标报价最低的投标报价为评标基准价。 | | 10 |
| 第二部分 客观分（30分） | | | | 分值 |
| 1 | 投标人业绩 | 完全按照以下要求提供投标人曾实施的商用密码应用建设、改造项目相关业绩，提供的证明材料均不得遮挡涂黑，否则不予认定加分。  A. 合同原件扫描件。包括买卖双方名称及盖章、服务内容、合同签订日期（应为2021年1月1日或以后）。  B. 上述合同履行良好的相关证明材料原件扫描件（加盖上述合同甲方单位公章或上述合同中所盖的甲方印章）。  每个业绩2分，最多6分。 | | 6 |
| 2 | 投标人相关证书评价 | | 投标人须同时具备有效的CCRC信息安全服务资质认证（信息系统安全集成）、信息安全服务资质（软件安全开发）、信息安全服务资质（信息系统安全运维）证书,每满足一项得1分，有其中一项认证达到一级的得2分，本项满分6分，其他及未提供不得分； | 6 |
| 3 | 投入人员评价 | | 投入的人员为投标单位正式员工，提供姓名、开标前半年内任意1个月的由投标单位为项目人员缴纳社会保险证明扫描件，否则不予认定加分。  （1）项目经理具有信息系统项目管理师（高级）、网络安全服务能力评价证书（CCSS-CM），每提供1种证书扫描件得2分，最多4分；  （2）团队人员的资格证书应覆盖CISP注册信息安全工程师、软件设计师、数据库认证专家、售后服务管理师、信息系统项目管理师等证书，每提供上述一类不同的人员资格证书得1分，最多4分。  注：1人持多证可重复计分。 | 8 |
| 4 | 投标人承诺评价 | | 承诺完全满足招标文件“报价要求”、“时间地点要求”、“付款方式要求”和技术要求中非“★”号要求的：10分，其他0分。 | 10 |
| 第三部分 主观分（60分） | | | | 分值 |
| 1 | 项目需求理解分析评价 | 至少包含系统现状、任务目标、实施要求、建设重点及难点等方面内容  满足招标文件要求，无瑕疵：12分；  方案内容存在1处瑕疵：8分；  方案内容存在2处瑕疵：4分；  未提供方案或不满足招标文件要求或内容存在3处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | | 12 |
| 2 | 项目服务方案评价 | 至少包含服务方案设计原则及依据、建设思路、总体架构、网络架构、建设内容等方面内容，能精准提出本项目整体技术方案，提供清晰、详实的税务重要系统的密码改造方案；  满足招标文件要求，无瑕疵：12分；  方案内容存在1处瑕疵：8分；  方案内容存在2处瑕疵：4分；  未提供方案或不满足招标文件要求或内容存在3处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | | 12 |
| 3 | 整体运行维护方案评价 | 至少包含针对本项目系统的运维计划、实施方案等方面内容  满足招标文件要求，无瑕疵：9分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在3处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | | 9 |
| 4 | 定期预防性检查方案 | 至少包含预防性检查频率、检查内容、发现问题后的解决方案等方面内容  满足招标文件要求，无瑕疵：9分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在3处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | | 9 |
| 5 | 故障管理处理方案 | 至少包含响应时间、故障处理方案、防止再发方案等方面内容  满足招标文件要求，无瑕疵：9分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在3处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | | 9 |
| 6 | 突发事件管理方案 | 至少包含针对恶意攻击、访问量激增等处理方案  满足招标文件要求，无瑕疵：9分；  方案内容存在1处瑕疵：6分；  方案内容存在2处瑕疵：3分；  未提供方案或不满足招标文件要求或内容存在3处及以上瑕疵：0分；  （本项所称“瑕疵”是指内容缺项、不完整或缺少关键点；非专门针对本项目或不适用本项目特性、套用其他项目内容；对同一问题前后表述矛盾；存在逻辑漏洞、科学原理或常识错误；不利于本项目目标的实现、现有技术条件下不可能出现的情形等任意一种情形） | | 9 |
| 合计 | | | | 100 |

四、投标文件内容要求

（一）投标人须按照《投标须知》“C 投标文件的编制”中的相关要求编制投标文件。

（二）投标文件格式参照第五部分“投标文件格式”。

项目需求书

本项目属于软件和信息技术服务业。

第一包：

一、项目背景

近年来，税务总局在网络安全规划建设中，将建设智能安全运营中心列为一项重点工程，将其作为网络安全工作的重要支撑和有力抓手，力争实现安全防护自主可信，安全态势可知可见，安全现状可管可控，安全事件闭环运营。我局从2021年开始购买安全运营服务，以整体安全运营的理念将安全运维、漏洞扫描及监控预警、应急响应等单独的安全服务进行全面整合。以满足国家相关法律法规、符合国家税务总局相关制度规范为前提，实现攻防演练“零失分”，绩效考核无差错，安全事件不发生的安全防护目标，拟继续购买网络安全运营服务，强化网络安全保障，全面提升网络安全监控、预警、响应、处置、应急等综合能力。

二、项目内容

通过购买网络安全运营服务，完善我局的网络安全运营服务体系，协助我局提升安全整体规划管理，完善安全管理制度，优化安全管理流程。以整体安全运营的理念将安全运维、漏洞扫描及监控预警、互联网高危漏洞检测挖掘和众测服务等单独的安全服务进行全面整合，达到全面提升网络安全监控、预警、响应、处置、应急等综合能力。

三、项目需求

网络安全运营服务包括但不限于：

（1）日常运维服务

### ①信息资产管理（每月一次）

基于天津税务信息系统资产现状，对局内互联网端和内网端资产进行全生命周期管理。通过技术工具主动探测和人工完善校正，定期收集和梳理资产信息，包括厂商、型号、版本、账号授权等信息，形成《资产清单》。服务期内持续监测信息系统内的资产变化情况，包括资产的新增、变更和注销等。确认新增资产信息并开展上线前安全检查；确保变更资产信息准确性；排查处理非法接入资产；依照天津税务管理规范进行资产销毁等。

### ②安全管理监控（每月一次）

提供可视化监控工具，对网络安全设备进行日常监控，对设备异常情况进行实时预警提示。按照业务要求输出相关指标的安全健康检查报告。通过分析安全事件或日志信息，获取安全入侵告警信息，及时开展事件处理并出具详细处理报告。

### ③互联网预警监控（每月一次）

针对天津税务门户网站及各互联网业务系统进行7\*24小时的网站安全监测服务，包括但不限于网页篡改监测、网页挂马监测、网页敏感内容监测、网页黑链监测、网站平稳度监测、域名解析监测、网站漏洞扫描、钓鱼网站监测、代码泄露监测等内容，并实时通报安全事件，提供《互联网安全监控报告》，分析各网站的风险隐患和安全趋势。

### ④安全加固技术支持（按需提供）

针对网安部门和税务总局下发的漏洞通告，以及在各类检测、评估、扫描等工作中发现的安全隐患，结合信息系统的实际运行情况，提出具有可操作性的安全加固整改建议，并在整改完成后进行人工复核。加固范围包括局内现网网络设备、安全设备、主机操作系统、数据库、中间件及网络服务应用等。

### ⑤配置策略优化（按需提供）

针对现网网络设备、安全设备及终端主机的安全策略、规则及基础配置进行合规性审查，根据日志分析及误报信息优化配置策略，周期性清除冗余策略、僵尸策略，提供策略优化信息，包括但不限于设备名称、设备地址、策略变更时间、当前策略、策略变更内容、策略变更操作人等。

### ⑥网络威胁数据分析（按需提供）

针对安全事件的威胁数据分析服务，采用“以攻击者为中心”的安全视角，通过结合安全设备日志、全流量数据、主机日志数据、威胁情报等多种方式开展关联分析，以提供真实准确的事件分析结果，并提供安全事件分析报告。针对发现的高级定向攻击行为能够提供溯源分析服务，深入分析攻击者行为，利用样本逆向分析、情报分析、多维数据融合分析技术，溯源攻击者，梳理攻击路径，并提供防范建议。

### ⑦网络拓扑梳理（每季度一次）

绘制网络拓扑图以便符合天津市税务局真实网络架构情况。梳理机柜己上架运行设备信息,形成机柜拓扑图。梳理各个业务系统数据包流向范围,形成业务系统数据流拓扑图。

（2）安全检测服务

### ①互联网暴露面发现（每季度一次）

按照实际需要，结合服务工具和人工分析，针对天津税务互联网暴露面信息进行全面的探测扫描，包括但不限于：IP地址存活情况、端口服务开放情况、操作系统类型及版本、应用框架类型及版本、IP地址与域名对应关系等，形成《互联网暴露面发现报告》。及时发现不合规或存在安全风险的端口和服务，并提供有效且具有针对性的解决方案，协助进行处置整改。快速研判天津税务互联网暴露面资产所面临的安全威胁及风险形势，提供包括资产安全风险类别、安全风险等级、安全风险范围、安全风险对象等内容的安全风险通报预警服务。

### ②渗透测试（每季度一次）

以人工渗透为主，扫描工具为辅，模拟真实的网络安全攻击，识别内外部威胁风险，包括但不限于Web应用安全风险、业务安全风险、弱口令、配置不当、社工库利用、敏感信息泄露等。发现黑客入侵互联网网站和各互联网信息系统的攻击路径和攻击方式，并提供《渗透测试报告》，跟进后续漏洞修复检验等。

实施渗透测试工作前期，需确认渗透测试方案，方案内容主要包括渗透测试范围、最终对象、测试方式、测试要求的时间等内容。在测试实施过程中，提供自动化的安全扫描工具，完成初步的信息收集、服务判断、版本判断、补丁判断等工作。由专业安全服务人员对安全扫描的结果进行人工的确认和分析。并且根据收集的各类信息进行人工的进一步渗透测试深入。结合自动化测试和人工测试结果，服务人员需整理渗透测试服务的输出结果并编制渗透测试报告。在经过整改或加固后，服务人员进行回归测试。

另外，在重要保障工作前期按照需求，对特定系统单独进行渗透测试，提供《渗透测试报告》。

### ③安全专项检查（每季度一次）

按照实际需要，开展安全专项检查。主要针对在日常安全管理中的常见安全问题，包括但不限于：弱口令检查、敏感信息泄露检查、和供应链安全风险排查等。

通过弱口令检查服务避免服务器或者应用系统因为存在弱口令而被黑客暴力破解登录，并完全控制主机，甚至通过该主机发动内网攻击的情况发生，检查范围包括各类主机、数据库、中间件等，形成《弱口令清单》。

敏感信息泄漏检查范围主要包括Github平台、百度网盘、百度文库、CSDN、暗网等，检查内容包括天津税务信息系统源代码、邮件配置信息、数据库配置信息、FTP配置信息、关键岗位人员信息、税务数据信息等。

供应链安全风险排查范围主要包括设备制造商、软件供应商、系统集成商、第三方运维厂商等，重点关注厂商运维账号、VPN账号等风险点，定期进行清理整顿，清除幽灵账户；定期对应用及设备进行安全性测试，掌握应用及设备安全风险。

### ④内网安全扫描（每月一次）

定期利用专项技术工具对网络设备、安全设备、操作系统、服务器、中间件、数据库及应用系统等进行内部漏洞扫描，扫描前期明确扫描方式、扫描范围、扫描实施时间和设备接入点等，人工分析扫描结果，提供漏洞修复可落地建议，形成《漏洞扫描报告》，报告内容主要包括：漏洞厂商、威胁目标、危险级别、危害描述、检测依据以及详细解决方案等。对于已修复的漏洞进行复测检查，确认漏洞已被修复。

### ⑤病毒查杀工作（每季度一次）

按照需求提供专业化查杀工具，定期对服务器进行病毒扫描工作，更新病毒库版本，根据需要协调后台技术专家进行技术支持。

### ⑥安全日志分析服务（每周一次）

利用专业安全技术工具，通过对网络安全设备等进行日志分析，发现违规操作和风险点，进行综合评估并形成《安全日志分析报告》。日志分析类型主要包括：常见Web攻击行为、操作系统可疑行为、网络可疑行为和安全设备监控告警行为等。日志分析报告需包括背景描述、日志类型、日志时间段、关键日志内容和总结、安全建议等。

### ⑦安全审计服务（每月一次）

按照需求协助制定审计规范和审计策略，提供审计工具实现对局内数据库所有访问行为的监控和审计，对其中的危险操作进行告警、对数据库访问行为进行统计和图形化展现。

驻场运营团队定期查看数据库审计系统日志，对数据库操作行为进行全面的审计，包含操作风险审计和会话事件审计；对数据库实例进行多维度和多时间粒度的审计分析，包括但不限于风险、语句、会话和访问来源等；形成《数据库审计报告》，对数据库操作行为审计结果进行统计分析，包括但不限于审计总时长、审计语句总量、风险语句总量、风险语句类型分布、审计语句数量趋势、风险语句数量变化趋势、SQL语句类型分布、审计语句事件实时告警状态等。

### ⑧代码审计服务（按需提供）

按照需求由专业人员在税务局专用设备上通过人工检查和工具扫描的方式对本地特色软件提供专业源代码审计服务，包括但不限于门户网站、电子税务局、自助办税终端等13个业务系统，审计代码量不低于1500余万行。

服务前期需明确代码审计范围、审计方式和审计方案，通过技术工具实现初步的信息收集，由专业安全服务人员结合代码扫描结果进行分析和确认，编制代码审计报告。经整改或加固后，服务人员需开展二次检查并提交复查报告。

（3）威胁情报服务（按需提供）

### ①威胁建模服务

由驻场运营团队定期开展威胁建模服务，确认事件类型，主要包括失陷事件、风险主机事件、疑似失陷事件、恶意攻击事件等，针对不同类型事件规范威胁处置流程。

### ②威胁通告服务

收集和整理最新的安全漏洞、汇总各类安全平台披露（如国家漏洞平台、补天平台）的涉及天津税务的安全漏洞信息、安全事件、安全资讯，信息安全事件等信息，结合天津税务实际情况形成通告，以电子word文档形式实时或定期发送指定邮箱。通告内容包括但不限于：安全漏洞（补丁）通告、安全威胁通告、安全业界动态、恶意代码防范、紧急通告等信息。

### ③威胁处置服务

针对威胁通告或网安部门披露的重大漏洞和风险，由专业安全服务人员在48小时内提供威胁处置服务。识别重要信息系统网络安全威胁风险，及时检测漏洞、病毒木马、网络攻击情况，发现网络安全事件线索，封堵具有持续性攻击或针对性攻击的高危访问源，跟踪问题整改进度和整改效果，保障重要信息系统的网络安全。

### ④威胁狩猎服务

在攻防演练期间或者发生安全事件时,派遣安全专家提供技术支持,针对高级持续性威胁进行溯源分析、攻击者画像并捕获。

提供不少于2个高仿真交互系统，诱骗攻击者对仿真系统进行攻击,混淆攻击者的攻击目标，保护局内真实的业务系统，发现攻击者的浏览器信息、操作系统信息、MAC地址、地理信息、代理IP和设备指纹信息等,针对探测扫描、渗透攻击、权限获取、后门远控和跳板攻击等攻击路径进行分析取证，及时采取相关反制措施。结合局内真实业务网络架构部署仿真服务节点，类型主要包括数据库、Web应用、邮件和共享文件等,网络区域包括但不限于服务器区仿真、DMZ区仿真、数据库仿真、核心业务仿真和办公区仿真等，要求在合同和法律约束范围内开展威胁捕获。

（4）应急响应服务（按需提供）

服务期间在发生应用服务瘫痪、网络阻塞、DDoS攻击、服务器遭劫持、系统异常宕机、恶意入侵、黑客攻击、病毒爆发、内部安全事故等紧急安全问题时，派出技术支援团队赴现场进行技术支持，判断安全事件类型，控制事件影响范围，解决安全问题，恢复信息系统，提供《信息安全事件应急响应报告》，报告至少包括事故原因、过程描述、解决方案、处理结果、改进建议等。

另外，根据实际情况修订完善我局网络安全相关应急预案。组织至少1次桌面或实战应急演练，通过文档查阅、现场调研等方式编写应急演练方案、剧本，应急演练结束后编写应急演练总结。

（5）重要时期保障服务（按需提供）

### ①网络攻防演练

在公安部（1次3周）、税务总局（1次2周）的攻防演练期间，提供专业安全技术支撑服务，协助实现演练“零失分”的目标。委派值守团队(至少2名专家和4名高级辅助人员)提供7\*24小时现场值守服务，由专业安全服务人员组成风险监测组、分析研判组和事件处置组，风险监测组实时监控外部安全威胁情报、安全漏洞情报及外部披露情报，分析研判组对局内安全设备进行监控预警和日志分析，捕获异常攻击行为或访问操作行为，事件处置组进行策略调优和异常攻击行为封堵，提供《网络攻防演练活动日报》和《网络攻防演练活动总结报告》，对局内安全风险进行闭环。

### ②重要时期保障服务

按照实际需要在国家重要节日、活动时期以及黑客组织明确声明攻击行为期间，提供不少于6人的7\*24小时现场值守服务，开展安全保障检查、安全保障监控和安全保障响应，实时监测并分析网络攻击事件，及时进行相应封堵处置，提供《重要时期网络安全保障报告》。

重要活动开始前组织专业安全人员进行安全设备健康情况检查，主要包括CPU使用率、内存占用率、接口流量、接口工作状态、硬盘使用情况等；开展Web站点渗透测试、主机安全检查和安全漏洞扫描。重要活动进行期间进行安全设备告警事件实时监测，主要包括僵木蠕、拒绝服务攻击、漏洞远程利用、恶意代码传递等高危事件；对告警事件进行确认、排查、分析和处理。重要活动结束后进行成果汇报，总结网络安全风险和进一步网络安全工作建设重要。

## （6）网络安全宣传（按需提供）

组织2024年网络安全宣传周活动，提供活动所需方案、物资、人员等相关配套服务，主要包括：①实施方案；②宣传海报；③宣传视频；④安全讲座；⑤网络安全知识竞赛；⑥网络安全专项竞赛；⑦安全咨询服务等。

活动实施方案需明确活动主题、开展范围、组织形式、人员组织方案、流程和时间安排、环境布置、活动内容、后勤保障、活动应急方案等。

依据网安周活动主题设计并制作宣传海报、宣传视频、宣传奖品等物料。

安全讲座不少于6场，讲座主题包括但不限于网络安全意识、新型信息技术、数据安全、第三方人员保密教育等。网络安全意识教育专题讲座：邀请信息安全领域相关专家学者，围绕当前国内、国际网络安全形势，日常工作生活中的网络安全案例开展2次专题讲座。信息技术培训：邀请信息安全领域相关专家，围绕关键信息基础设施安全、云安全、大数据安全、个人信息保护、大模型、5G通信网络等内容开展1次信息技术培训。数据安全专题培训：邀请数据安全领域相关专家，围绕数据收集、使用、存储过程中的安全规范，国家相关法律法规，重大数据泄露事件等开展2次数据安全专题培训。第三方人员保密教育：邀请讲师开展信息安全保密教育1次。

提供专家指导服务不少于40人次，邀请从事信息化相关工作5年及以上的副高级及以上的工程师参与国家税务总局天津市税务局的项目论证、项目评审、项目验收等工作，提供专家意见。

提供不少于10人次的相关安全知识转移，主要使知识转移对象通过安全服务工作，掌握新时期下做好网络安全工作的方法，从改变信息安全从业人员思维与安全意识、增强人员专业网络安全知识和技能、建立人员管理与流程机制出发，结合管理支撑工具等方面进行信息安全与风险管控的提升，帮助我局构建信息安全与IT风险管理体系，提升网络安全风险防御能力。

（7）安全运营度量指标设计服务（按需提供）

提供安全运营度量指标设计服务,评估我局当前的信息安全工作状态，完善评价基准体系,识别系统风险资产、脆弱性和威胁，评估安全控制措施的有限性和差距，量化分析当前安全运营水平和状态,便于长期的安全运营规划和改进。

运营度量指标主要包括：网络设备、安全设备、终端主机、数据库、应用系统、安全管理等安全基线，资产管理与核查，漏洞挖掘与管理，威胁发现与防范，事件应急与处置，日常运行与维护等。

（8）数据安全运营服务（按需提供）

依据天津税务实际业务场景，以数据安全合规为目标，以数据资产为核心，对局内重要数据的流转风险进行监测及管控，构建常态化数据安全运营机制。提供技术工具实现数据安全基础审计、防护和数据安全集中管理。针对我局网络拓扑及数据流进行针对性建设，包括但不限于数据库操作审计和流量监测探针；实现局内重要数据、核心数据资产资源目录构建，监测数据间流转情况，对数据安全风险进行分析研判，集中管控数据安全设备。

数据资产清单构建：对局内重要数据资产进行测绘，主要包括数据资源名称、数据类型、所属业务系统、敏感级别等。

数据资产变化稽核：服务期间重点关注资产变化情况，针对变化资产进行针对性防护，定期形成最新数据资产清单。

数据流转监控：提供技术工具针对高敏、重要数据访问主体和流转途径节点进行实时监测和威胁分析，包括未知资产监测、敏感税务数据明文传输、接口访问异常等。

数据安全风险评估：立足于法律法规和天津税务数据安全管理规范，针对局内不少于15个重要业务系统的数据和数据处理活动开展数据安全风险评估，检验其合法合规程度，评估保护措施有效性，针对各业务系统形成《数据安全风险评估报告》、《数据安全风险整改建议》。

（9）SSL证书服务（按需提供）

二级域名：tianjin.chinatax.gov.cn。单独签发安装一张 通配符证书。三级域名：目前已知有6个三级域配置多域名证书。

（10）CDN加速服务（按需提供）

保障国家税务总局天津市税务局门户网站及网上办税系统在全国范围内的访问速度和稳定性，提升用户体验；另外面对日益严峻的网络安全形势，联动基于云的安全防御平台，通过安全防御平台实现Web攻击的有效预防和统一防御，采取覆盖从网络层到应用层的安全方案，建立应对大范围、大流量的网络攻击的防护措施，保障基于HTTP/HTTPS的用户业务在遭遇大流量DDoS攻击、CC攻击时能正常稳定在线，同时提供监控预警。

互联网门户网站备源与源站数据实时同步，且可针对应用进行监管，当互联网门户网站源站发生异常时，由备源端的应用接管相应的业务，并对外提供服务。

（11）互联网高危漏洞检测挖掘和众测服务

通过第三方专业安全厂商组织业内精英白帽子尝试模拟黑客入侵的方式，对我局互联网平台应用系统（包括但不限于WEB应用、移动APP、小程序）进行（每年2次，每次不少于15天）远程获取敏感数据,以最高等级多手段全方位检测的智能渗透策略揭露安全漏洞及系统存在的脆弱性，发现信息系统存在的安全漏洞、安全配置问题、应用系统安全漏洞，检查系统存在的弱口令，收集系统不必要开放的账号、服务、端口，发现互联网平台各应用系统潜在的高、中、低危漏洞，提出漏洞解决方案，并协助进行加固整改，提升互联网平台的安全防护水平，形成整体安全风险报告，有效应对税务总局绩效指标中的漏洞考核。

1. 动态防御服务

通过部署动态防御设备，将金三、金四业务流量引流至动态防御设备，实现对接入流量业务系统的动态防御，有效识别区分机器人与自然人的访问行为，结合业务系统特点，深度定制动态安全防护策略，并定期优化，有效防护0day/Nday漏洞、恶意爬虫、自动化攻击、未知威胁等新型攻击手段，深度发现网络安全隐患，提升网络安全防护水平，实现“从人防到技防”。

能力建设和服务内容包括：

①对攻击者的已知漏洞探测行为进行识别和拦截，为补丁修复赢得充分的时间窗口；

②建设应用层未知威胁攻击的防护能力，对应用层未知漏洞攻击可以进行预先防护：

③对没有明显攻击特征的新兴自动化攻击行为进行安全防护，有效防御撞库、客户信息爬取、应用层DDOS等攻击行为。

④实现基于http/https协议的动态安全防护，防护各类自动化攻击：防非法客户端、防逆向、防网站分析、防中间人、防重放、防协议漏洞、防扫描、防越权、防注入、防撞库、防垃圾注册、防盗链，提高应用系统防自动化工具攻击能力。

⑤按月出具动态防护报告，结合业务系统特点，深度定制动态安全防护策略，并定期优化，深度发现网络安全隐患，提升网络安全防护水平。

（13）全流量分析服务

抓取网络内全量流量数据，通过对网络和关键业务进行全天候、自动化、深度可视的安全及流量监控，在攻击溯源、风险排查、研判分析等多个维度上，进行长周期大容量数据包存储、快速数据包检索、灵活流量数据共享，为网络安全提供事前检测预警、事中分析研判、事后溯源取证能力，满足应对日益严重的网络攻击、增强安全响应能力的需求。同时，通过网络全链条的数据包捕获，进行攻击的空间溯源，定位攻击源头和攻击路径；同时能够通过数据包内容进行快速检索，对0day漏洞攻击进行时间回溯，发现已潜伏的历史攻击；从网络会话、原始数据包、横向移动、扫描行为、攻击历史、攻击结果等多维度对安全事件进行全面溯源分析，对攻击者和失陷系统绘制全面的IP画像，完整的绘制入侵、扩散、攻击的网络路径，使得安全运营人员具备对安全事件快速响应和压制攻击的能力；通过查看网络流量和会话，能够对内部网络资产和风险进行排查，挖掘内网的暗灰资产，消除可能的安全防护盲点。

（14）API安全防护服务

通过部署API安全防护系统，结合动态防御技术，实现API的资产管理、攻击防护、敏感数据管控和访问行为管控，从而解决API面临的各种安全风险与挑战。自动发现流量中的API资产和敏感接口，对API资产进行分组管理，并结合业务情况对API调用情况进行确认，精准发现失活API，及时对过期资产下线；利用智能规则匹配及行为分析的智能威胁检测引擎，持续监控并分析流量行为，有效检测威胁攻击；对API传输中的敏感数据进行识别，针对敏感数据可以进行脱敏，防止敏感数据泄露。

API安全防护能力建设和服务内容包括：

①实现API风险统一展示：对税务API相关运行状态统一展示，包括：API运行状态监控、API异常行为监控、API攻击监控、敏感数据监控等。

②实现API资产识别：能够基于大数据建模自动发现API接口，自动对API接口实现分类、分组，并指派责任人，实现数据分权管理。自动提取API接口样式，为API接口提供可视化的详情展示，实现API资产的生命周期管理；

③实现API运行状态监测：持续监控、分析税务API当前运行状况，支持获取、统计、展示API接口性能信息、调用行为等信息，并对违规参数或异常行为进行检测和告警；

④提供API安全防护能力：可通过AI智能威胁检测引擎，并利用机器学习获得的多种威胁模型来确定异常攻击，同时利用语义分析和流量学习技术，精准、快速地识别各类攻击，包括OWASP API Security Top10的安全攻击检测、API安全参数合规检测、API接口调用顺序检测等；

⑤提供API敏感数据管控能力：可通过敏感数据检测模型，对敏感信息进行自动分级及实时洞察，并能够及时对API接口回传报文中的敏感信息进行脱敏处理，规避数据泄漏风险。

⑥实现对API访问行为日志的采集与审计，并基于威胁情报信息辅助，实现对账号、IP、令牌及API安全事件的审计与溯源。

⑦按月出具动态防护报告，结合业务系统特点，深度对API运行状态及风险分析。

（15）安全服务配套工具

根据安全运营需要，结合安全服务内容，在服务期间按需提供相关配套工具，主要包括：

①安全监控系统

对信息系统安全风险、威胁事件进行统一关联分析，便于运维人员进行分析研判、溯源追踪和处置响应。

②流量分析探针

对网络流量进行采集，对网络扫描、探测、攻击行为进行实时监控，并进行分析告警。

③APT攻击检测系统

对网络流量进行采集，对高级持续威胁进行检测，实现感知信息资产失陷、攻击溯源分析等。

④数据库审计系统

针对不少于85套数据库访问流量进行采集、记录、分析，筛选出对数据库的高危操作或可疑操作，形成数据库审计报告。

⑤漏洞扫描系统

扫描探测内外网存活主机、开放端口、中间件和应用服务，识别信息系统漏洞和风险，提供漏洞详细报告和处置建议。

⑥威胁狩猎系统

按照实际要求在攻防演习期间使用该设备诱捕互联网攻击行为，提供入侵活动线索，协助刻画攻击者画像。

⑦数据安全分析平台

对天津税务系统重要数据资产进行梳理，实现数据资产可视化管理。

# 四、项目实施要求

## （一）项目总体要求

基于天津税务信息安全管理现状，依托于现有网络安全设备；或者通过提供相关产品，实现各项安全运营管理服务需求。

## （二）项目人员要求

服务单位需为本项目组建专业服务团队，包括：

1.实施小组

需配备不少于1名项目经理与用户接洽各项事宜。项目经理需具备不少于6年信息安全工作经验、具备同类项目管理经验，具有人力资源和社会保障部颁发的高级项目管理师证书，投标人需出具相关材料证明。

2.驻场团队

包含至少4人，其中3名网络安全运营驻场工程师、1名数据安全运营驻场工程师（如无法满足实际工作开展，需增派驻场人员，增派数量以满足实际需求为准）。

要求驻场工程师应具有不少于3年网络安全或数据安全工作经验，至少注册信息安全专业人员（CISP）、注册信息安全工程师（CISE）、信息安全保障人员（CISAW）、注册渗透测试工程师（CISP-PTE）等资质中的任意一个。

如因各种原因造成服务期内驻场人员离岗，投标人需提供同等资质或以上的工程师进行更换，工作交接时长不得短于2个月。投标人应严格管控驻场团队，严禁出现驻场团队同时离岗的情况。

3.安全审计团队

人员数量不限，可由驻场人员兼任，也可独立设置。要求执行此项工作人员或团队服务期内具有稳定性，具有不少于2年或以上相关工作从业经验，具备国际信息系统审计师（CISA）资质。

4.攻防演习防守团队

至少1名安全专家和2名高级安全工程师（应根据实际攻防展开情况，进行酌情增派），按需自行配备所需专业工具。其中安全专家具有注册信息系统安全专家（CISSP）、注册渗透测试工程师（CISP-PTE）、注册渗透测试专家（CISP-PTS）等资质之一，或者拥有超过3年以上省部级以上攻防演习成功防守案例。高级安全工程师必须至少具有注册信息安全专业人员（CISP）、注册信息安全工程师（CISE）、注册渗透测试工程师（CISP-PTE）、注册渗透测试专家（CISP-PTS）等资质中的任意一个。

要求防守团队/安全专家具备以下能力：（1）能够进行资产攻击面分析；（2）能够进行服务器被攻击行为检测；（3）能够进行非常规服务分析；（4）能够进行数据库危险操作分析；（5）能够进行服务器失陷预测分析；（6）能够进行账户风险分析；（7）能够进行WEB安全分析；（8）能够对受害目标及攻击源头进行精准定位，对入侵途径及攻击者背景的研判与溯源。

5.安全检测团队

人员数量不限，内部扫描可由驻场人员兼任也可独立设置，外部挖掘需有独立团队担任。团队人员需经过正规的法律培训，需经过实名认证，认证信息与公安部的公民身份信息一致，且无不良记录。

6.应急支撑团队

至少5人，包括应急服务人员若干和应急安全专家若干。其中应急服务人员中，部分成员可由驻场团队兼任，保证至少有1人能在1小时能到现场；应急安全专家中，保证在2小时到现场。应急安全专家必须具有注册信息系统安全专家（CISSP）、注册渗透测试工程师（CISP-PTE）、注册渗透测试专家（CISP-PTS）等资质之一。应急服务人员应具有注册信息安全专业人员（CISP）、注册信息安全工程师（CISE）、信息安全保障人员（CISAW）、注册渗透测试工程师（CISP-PTE）、注册渗透测试专家（CISP-PTS）等资质中的任意一个。

7.重保服务团队

包括现场保障人员9名，远程保障人员及安全应急保障响应小组。此部分人员可与攻防演习防守团队、应急支撑团队复用，资质要求与6相同，但不得由驻场团队成员兼任。

## （三）其它要求

1.安全服务配套工具

服务单位需为本项目提供相关安全服务配套工具，应包括但不限于天津税务提出的相关产品。各类设备实际部署数量应根据具体覆盖范围进行调整，并且不局限于某一厂商某一品牌，以满足天津税务实际安全防护需求为原则。

此外服务单位需根据对天津税务安全现状分析后，额外提供基于新技术的相关安全产品，需提供详细的说明，涉及安全需要、实现方式及预期效果等内容。

2.保密要求

服务单位提供的各安全服务团队的组成人员必须遵守国家税务总局天津市税务局内部各项规章制度和内部操作规程，履行保密义务，签署保密协议，未经批准不得以任何理由泄露任何保密信息和内部资料。

3.能力测试

国家税务总局天津市税务局有权对服务单位提供的团队人员的业务能力进行测试。如果不能满足本项目安全服务的要求，或国家税务总局天津市税务局认为其不适合从事本项工作，甲方有权要求更换。更换后安全的服务驻场人员资质和工作经验应达到本项目的工作要求。

4.履约要求

如因投标方人员未完全履行服务约定对甲方网络安全工作造成重大影响或引发舆情的，根据影响情况最多扣减项目合同金额的20%。

五、项目验收要求

## （一）项目交付成果

1.按招标文件技术部分要求对服务进行验收，服务单位应在验收时提供相关周期性服务报告。

2.项目服务期内如果因运维人员问题，出现安全设备运行故障，导致税务系统相关应用系统出现30分钟以上系统服务中断的情况时，按合同中违约条款追究责任。

## （二）项目验收文档

|  |  |  |
| --- | --- | --- |
| 产出物 | 频率 | 数量 |
| 安全运营项目周报 | 每周 | 48 |
| 安全运营项目月报 | 每月 | 12 |
| 安全日志分析报告 | 每周 | 48 |
| 数据库审计报告 | 每月 | 12 |
| 漏洞扫描报告 | 每月 | 12 |
| 网络攻防演习相关报告 | 按需 | 按需 |
| 重要时期保障服务相关报告 | 按需 | 按需 |
| 互联网暴露面发现报告 | 每季度 | ≥4 |
| 互联网渗透测试报告 | 每季度 | ≥4 |
| 数据安全风险评估报告 | 按需 | ≥14 |
| 应急响应报告 | 按需 | 按需 |
| 资产清单 | 每月 | 12 |
| 内网失陷主机报告 | 每月 | 12 |
| 弱口令清单 | 每月 | 12 |
| 互联网安全监控汇总报告 | 每月 | 12 |

项目验收过程中，验收组成员将按照合同内容和工作要求对该项目进行审核，要求服务单位确保合同中涉及内容均已阶段性完成，完整提供交付文档和验收文档等。

六、税收信息化项目开发和应用管理工作要求

（一）失信认定

甲方遵照《税务系统信息化服务商失信行为记录名单制度（试行)》对乙方失信行为进行认定，并追究乙方相关责任。

（二）安全和保密要求

１.乙方应严格落实国家税务总局天津市税务局网络安全保密管理要求，承担技术支持人员的安全和保密管理责任。按甲方要求签订乙方保密协议书和技术支持人员保密承诺书。

２.乙方承担派驻技术支持人员背景审查，提供其身份证明、履历、家庭成员及主要社会关系、无犯罪记录证明等材料，提交信息备案表。

３.乙方负责派驻技术支持人员工作胜任、资格条件、以及网络安全能力评估，对技术支持人员承担的工作进行安全保密风险分析，明确技术支持人员工作范围和边界，重点防范设备和资料失窃、误操作导致的软硬件故障、敏感信息泄露、信息系统越权访问和网络攻击等风险。

４.乙方负责派驻技术支持人员的网络和数据安全管理、网络安全意识、保密意识、网络安全法律法规、网络安全技能以及网络安全警示教育等培训，上岗前确保考核合格。

５.对“安全和保密责任”落实不严格、不到位，造成重大安全事件或产生负面影响的，按照合同中“其他终止合同情况”条款执行，并依照相关法律等规定进行追责。

（三）运行维护保障要求

１.乙方在运行维护中出现运行故障（不可抗力因素除外）或发现违规操作，30分钟内未主动上报甲方的，给予警告，并按次扣除合同总价款1‰的金额；合同生效期间累计扣除不超过合同总价款5%的金额。

２.乙方在运行维护中出现巡检不及时、不到位的，按次扣除合同总价款1‰的金额；合同生效期间累计扣除不超过合同总价款的5%。

３.乙方在运行维护中发现运行故障（不可抗力因素除外）、业务系统可用性低于50%或业务功能阻断等问题的，甲方将根据乙方处理时间（持续时间判定以甲方通报为准）扣除合同总价款一定比例的金额。运行故障0.5小时≤持续时间＜4小时的，按次扣除合同总价款5‰的金额；运行故障4小时≤持续时间＜8小时的，按次扣除合同总价款1%的金额；运行故障持续时间≥8小时的，按次扣除合同总价款5%的金额。

（四）其他专项要求

１.禁止乙方另行开发合同业务需求范围内供纳税人、缴费人使用的软件，对违反合约专门条款的，纳入失信名单。

２.乙方在本项目实施过程中发生违反安全规定的行为，造成数据失窃或丢失、敏感信息泄露、主要业务系统瘫痪等不良后果的，自甲方或甲方主管机关做出认定结果之日起三年内，税务系统各单位可以拒绝乙方参与税务系统政府采购活动。

３.乙方应建立防止违法违规聘用离职税务人员的风险控制制度，出现违法违规聘用离职税务人员行为的，甲方将采取包括但不限于要求其限期改正、支付违约金、解除合同、三年内限制参加所聘人员原单位及下属单位信息化项目政府采购活动等措施。

４.禁止乙方采取馈赠礼品礼金、邀请娱乐旅游消费、提供便利条件等非正常交往手段“围猎”相关税务人员及亲属。一经发现，自发现之日起三年内，税务系统各单位可以拒绝乙方参与税务系统政府采购活动。

七、其他要求

1.承担相关技术支持人员的安全和保密管理责任，服务单位必须签订《国家税务总局天津市税务局保密协议书》，技术支持人员必须签订《国家税务总局天津市税务局保密承诺书》。

2.对技术支持人员承担的工作应进行安全保密风险分析，明确技术支持人员工作范围和边界，重点防范设备和资料失窃、误操作导致的软硬件故障、敏感信息泄露、对信息系统的越权操作和恶意攻击等风险，严格按照有关部门和招标人相关安全保密管理要求实施管理。

3.严格控制技术支持人员处理内部文件、获取税务数据的范围和权限，包括不得随意将携带的电脑和移动存储介质接入税务专网。

4.严格内外网管理，未经允许，不得擅自从内网拷贝并向外携带办公区数据、文档、程序等信息资源，确因工作需要，须填写申请，报主管应用系统负责人审批，并经运维支持中心备案后，方可实施相关操作。外网的数据进入内网，必须在指定计算机上，并进行严格检查杀毒后，方可进入内网，避免将病毒或木马等带入。

5.办公区计算机设备使用和安全要求严格遵循天津市相关规范。未经允许不得在公用计算机上保留各类工作文档及数据。办公区外网计算机需安装指定系统及防毒软件等必要软件，严禁接入办公区内网，不得保留与工作有关的文档、图片等电子文件，因工作需要上传下载的文件须及时删除。外网计算机统一配发使用账号，使用后需注销用户。

6.服务单位派驻国家税务总局天津市税务局的人员必须与服务单位签订正式劳动合同和信息系统安全保密协议。

**第二包：**

一、项目背景

为全面落实《国家税务总局网络安全和信息化领导小组办公室关于落实网络安全等级保护制度和关键信息基础设施安全保护制度相关工作的通知》（税总信息办便函〔2021〕37号）中对信息系统合规性检查的相关工作要求，需要对信息系统进行等级保护测评、关键基础设施风险评估。

二、项目内容

购买14个三级信息系统、5个二级信息系统的等级保护测评服务和2个系统的关键基础设施风险评估服务。在规定时间内完成测评工作并出具测评报告，对测评中发现的问题出具整改建议书，并针对整改结果进行复查。

三、项目需求

## （一）等保测评及风险评估

在合同期内完成以下14个三级信息系统、5个二级信息系统的等级保护测评服务。在规定时间内完成测评工作并出具测评报告，对测评中发现的问题出具整改建议书，提出有针对性的加强完善信息系统安全管理和防护意见，并针对整改结果进行复查。

在合同期内完成以下2个系统的关键基础设施风险评估服务。围绕关键基础设施承载的核心业务，通过关键属性的识别和分析，对每个关键属性的具体描述内容的安全性逐一进行风险分析，给出风险分析的结果，最终根据风险分析的结果定性分析出整体安全状况。

|  |  |  |
| --- | --- | --- |
| **等保级别** | **信息系统** | **备注** |
| 三级 | 金税三期征收管理系统 | / |
| 金税三期社保费征管信息系统 | 关键信息基础设施风险评估 |
| 国家税务总局天津市税务局网站 | / |
| 增值税发票管理系统 | / |
| 国家税务总局天津市电子税务局 | 关键信息基础设施风险评估 |
| 超融合大数据平台系统 | / |
| 国家税务总局天津市税务局纳税服务平台 | / |
| 个税专门系统 | / |
| 自然人电子税务局 | / |
| 安全支撑运行平台 | / |
| 电子发票服务平台 | / |
| 税智撑平台 | / |
| 统一身份管理平台 | / |
| 云平台 | / |
| 二级 | 稽查视频指挥平台 | / |
| 财务管理系统 | / |
| 绩效管理信息系统 | / |
| 大企业税收服务与管理平台 | / |
| 天津税务综合监控系统 | / |

## （二）互联网安全检测部分

1.互联网暴露面检测

按照实际需要每年提供不少于4次，结合服务工具和人工分析，通过数据挖掘和调研的方式确定资产范围，基于网络扫描、搜索引擎、互联网基础数据引擎对暴露在互联网上的公网IP和端口等进行主动探测发现。采用 web 漏洞扫描技术、系统漏洞扫描技术、操作系统的探测技术、端口的探测技术、服务探测技术、 Web 爬虫技术等各类探测技术精准识别未报备的公网IP和端口，提前发现可能存在的安全隐患。

2.外部漏洞挖掘

按照每季度一次的频率，采用各种手段模拟真实的安全攻击，从而发现黑客入侵信息系统的潜在可能途径，要求测试方式以人工渗透为主，扫描工具为辅。评估内容包含外部威胁（包括但不限于 web 应用安全风险、业务安全风险、安全设备绕过等）与内部威胁（包括但不限于配置不当、弱口令、社工库利用、内部人员泄密[如源代码、文档、敏感文件、邮件]等）所带来的风险。发现黑客入侵互联网网站和各互联网信息系统的潜在可能途径，并出具相关漏洞报告及整改建议，跟进后续漏洞修复检验等。范围包含:向互联网提供服务 40个左右的各种业务系统、网站（动态交互式网站）、APP（安卓、IOS）、API 接口（服务器接口) 微信公众号/服务号等。

3.敏感信息泄露检查

按照实际需要每年开展不少于2次的外网敏感信息泄露检查，通过对涉及对Github 信息、百度网盘、百度文库、CSDN、暗网信息等监测，对天津税务泄露在外的系统源代码、邮件配置信息、数据库配置信息、FTP配置信息等各类信息以及涉及天津税务的关键岗位的个人信息、业务数据信息等进行过滤，消除潜在安全隐患，发现问题第一时间形成《互联网敏感信息泄露检查专项报告》提交。

四、项目实施要求

## （一）项目总体要求

服务单位需充分了解天津市税务局现有三级信息系统建设情况和项目需求，提出初步实施方案，在实施前提条件满足的情况下，根据国家税务总局天津市税务局确定的工作时间计划，合理组织和协调相关人员，在项目执行过程中，服务单位对被测试系统部署的相关配置信息负有保密责任。

## （二）项目实施要求

1.在项目实施过程中，应提交项目实施计划表。

2.每周服务单位需提交工作周报，内容应包括本周工作和下周工作安排等内容。

3.等保测评及风险评估工作应严格按照双方确认的工作方案开展，如遇任何变动，需在工作周报中及时提出，经甲方批准后方可变更。

4.服务单位需提供一名项目经理，主要负责人力资源调度、项目总体计划、与项目单位的实施协调和验收管理等工作。

5.项目实施过程中严格遵守保密协议约定，任何数据不得用于本次项目以外的其他用途。

6.项目实施过程中应控制风险，防止对应用系统运行造成影响。

7.项目经理具有工业和信息化部教育与考试中心颁发的高级信息安全管理工程师证书和网络安全等级测评高级测评师证书，实施小组人员具备网络安全等级测评中级测评师证书，实施小组人员中2名安全技术人员具备信息安全保障人员认证（CISAW）证书，同时具备注册信息安全专业人员-注册渗透测试工程师（CISP-PTE）证书。

五、项目验收要求

在服务期限内，服务单位按期提交相关工作成果，出具信息系统等级保护测评报告。提交报告数量、质量及国家税务总局天津市税务局出具的评价意见作为验收依据。服务单位需按照国家税务总局天津市税务局验收程序要求，提供相应验收材料。由天津市税务局召开验收工作会，验收合格后按规定进入付款流程。

六、项目技术支持服务要求

项目组应明确项目经理和项目组成员，如相关成员无法参加本项目，由同等资质人员替换，并由服务单位出具人员替换说明，且提供相应人员的资质证书。

1.在项目实施过程开始，应提交项目实施计划表。

2.每周实施方需提交工作周报，内容应包括本周工作内容和下周工作安排等内容。

3.等保测评、风险评估工作应严格按照双方确认的工作方案开展，如遇任何变动，须在工作周报中及时提出，经委托方批准后方可变更。

4.项目实施过程中严格遵守保密协议约定，任何数据不得用于本次项目以外的其他用途。

5.项目实施过程中应控制风险，防止对应用系统运行造成影响。

6.针对工具测试等环节需要做好相应的应急预案以及操作规范。

7.项目实施应具有完善的测评方案，包括物理安全、主机安全、网络安全、应用安全、数据备份与恢复，管理安全等。

七、税收信息化项目开发和应用管理工作要求

项目验收过程中，验收组成员将按照合同内容和工作要求对该项目进行审核，要求服务单位确保合同中涉及内容均已阶段性完成，完整提供交付文档和验收文档等。

遵照税务总局信息化服务单位失信行为记录名单制度(试行)相关规定，按照相关流程对服务单位失信行为进行认定和修复，出现服务单位严重失信行为立即终止合同，并追究服务单位相关责任。

八、其他要求

1.承担相关技术支持人员的安全和保密管理责任，服务单位必须签订《国家税务总局天津市税务局保密协议书》，技术支持人员必须签订《国家税务总局天津市税务局保密承诺书》。

2.对技术支持人员承担的工作应进行安全保密风险分析，明确技术支持人员工作范围和边界，重点防范设备和资料失窃、误操作导致的软硬件故障、敏感信息泄露、对信息系统的越权操作和恶意攻击等风险，严格按照有关部门和招标人相关安全保密管理要求实施管理。

3.严格控制技术支持人员处理内部文件、获取税务数据的范围和权限，包括不得随意将携带的电脑和移动存储介质接入税务专网。

4.严格内外网管理，未经允许，不得擅自从内网拷贝并向外携带办公区数据、文档、程序等信息资源，确因工作需要，须填写申请，报主管应用系统负责人审批，并经运维支持中心备案后，方可实施相关操作。外网的数据进入内网，必须在指定计算机上，并进行严格检查杀毒后，方可进入内网，避免将病毒或木马等带入。

5.办公区计算机设备使用和安全要求严格遵循天津市相关规范。未经允许不得在公用计算机上保留各类工作文档及数据。办公区外网计算机需安装指定系统及防毒软件等必要软件，严禁接入办公区内网，不得保留与工作有关的文档、图片等电子文件，因工作需要上传下载的文件须及时删除。外网计算机统一配发使用账号，使用后需注销用户。

6.服务单位派驻国家税务总局天津市税务局的人员必须与服务单位签订正式劳动合同和信息系统安全保密协议。

**第三包：**

一、项目背景

为全面落实《中华人民共和国密码法》和《GB/T 39786-2021 信息安全技术 信息系统密码应用基本要求》中对密码应用与安全性评估要求的要求，拟对三级信息系统开展密码应用安全性评估，评估我局现有的三级信息系统的应用是否合规、正确、有效，并通过测评发现应用系统存在的安全隐患和风险，出具密码应用安全性评估报告，并提出有针对性的加强完善密码安全管理和防护意见，对系统密码应用方案及改进后的被测系统提供咨询、评估服务。

二、项目内容

购买14个三级信息系统的密码应用安全性评估服务。分析整个被测信息系统及其涉及的业务应用系统，进行现场测评，协助用户认清风险，查找漏洞，找出差距，提出有针对性的加强完善密码安全管理和防护建议。

三、项目需求

1.在合同期内完成以下14个三级信息系统的密码应用安全性评估服务，出具密码应用安全性评估报告，并提出有针对性的加强完善密码安全管理和防护意见，对系统密码应用方案及改进后的被测系统提供咨询、评估服务。

|  |  |
| --- | --- |
| 序号 | 系统名称 |
| 1 | 金税三期征收管理系统 |
| 2 | 国家税务总局天津市税务局纳税服务平台 |
| 3 | 金税三期社保费征管信息系统 |
| 4 | 国家税务总局天津市税务局网站 |
| 5 | 增值税发票管理系统 |
| 6 | 国家税务总局天津市电子税务局 |
| 7 | 超融合大数据平台系统 |
| 8 | 个税专门系统 |
| 9 | 自然人电子税务局 |
| 10 | 安全支撑运行平台 |
| 11 | 电子发票服务平台 |
| 12 | 统一身份管理平台 |
| 13 | 云平台 |
| 14 | 税智撑平台 |

2.提供商用密码应用培训。从国家政策法规、国家密码标准、密码行业标准、密码要求规范等方面对甲方进行培训主要包括商用密码应用安全性评估的目的和意义、商用密码应用要求、商用密码测评要求等。

四、项目实施要求

## （一）项目总体要求

服务单位需充分了解天津市税务局现有三级信息系统建设情况和项目需求，提出初步实施方案，在实施前提条件满足的情况下，根据国家税务总局天津市税务局确定的工作时间计划，合理组织和协调相关人员，在项目执行过程中，服务单位对被测试系统部署的相关配置信息负有保密责任。

## （二）项目实施要求

1.制定测评实施方案。服务单位应结合制定测评实施方案，包括但不限于技术方案、项目组织、工作质量、保密措施、进度安排和应急响应等。测评实施方案应做到内容详实，服务流程清晰，实施进度安排详细合理，有完善的项目进度和质量管控制度。

2.制定培训方案。服务单位提供的培训方案应做到全面合理有效，具有详细的培训计划、培训师资力量、培训内容。供应商应安排具备相应资质和经验的技术人员，对天津市税务局的相关人员进行全流程使用培训，确保熟练掌握密评要求和密码知识。

3. 人员要求。服务单位需提供一名项目经理，主要负责人力资源调度、项目总体计划、与项目单位的实施协调和验收管理等工作。项目经理具备注册网络安全渗透评估专业人员（NSATP-A）证书、信息安全保障人员认证（CISAW）证书、信息系统安全认证专业人员（CISSP）证书，项目经理及测评技术人员应为本单位正式在职员工且均通过国家密码管理局组织的商用密码应用安全性评估人员测评能力考核，测评技术人员不得少于 4 人。

4.项目实施过程中严格遵守保密协议约定，任何数据不得用于本次项目以外的其他用途。

5.项目实施过程中应控制风险，防止对应用系统运行造成影响。

五、项目验收要求

在服务期限内，服务单位按期提交相关工作成果，交付《密码应用安全性评估实施方案》，出具《密码应用安全性评估报告》。提交报告数量、质量及国家税务总局天津市税务局出具的评价意见作为验收依据。服务单位需按照国家税务总局天津市税务局验收程序要求，提供相应验收材料。由天津市税务局召开验收工作会，验收合格后按规定进入付款流程。

六、项目技术支持服务要求

项目组应明确项目经理和项目组成员，如相关成员无法参加本项目，由同等资质人员替换，并由服务单位出具人员替换说明，且提供相应人员的资质证书。

七、税收信息化项目开发和应用管理工作要求

（一）失信认定

采购单位遵照《税务系统信息化服务商失信行为记录名单制度（试行)》对中标单位失信行为进行认定，并追究中标单位相关责任。

（二）安全和保密要求

１.中标单位应严格落实国家税务总局天津市税务局网络安全保密管理要求，承担技术支持人员的安全和保密管理责任。按采购单位要求签订中标单位保密协议书和技术支持人员保密承诺书。

２.中标单位承担派驻技术支持人员背景审查，提供其身份证明、履历、家庭成员及主要社会关系、无犯罪记录证明等材料，提交信息备案表。

３.中标单位负责派驻技术支持人员工作胜任、资格条件、以及网络安全能力评估，对技术支持人员承担的工作进行安全保密风险分析，明确技术支持人员工作范围和边界，重点防范设备和资料失窃、误操作导致的软硬件故障、敏感信息泄露、信息系统越权访问和网络攻击等风险。

４.中标单位负责派驻技术支持人员的网络和数据安全管理、网络安全意识、保密意识、网络安全法律法规、网络安全技能以及网络安全警示教育等培训，上岗前确保考核合格。

５.对“安全和保密责任”落实不严格、不到位，造成重大安全事件或产生负面影响的，按照合同中“其他终止合同情况”条款执行，并依照相关法律等规定进行追责。

（三）运行维护保障要求

１.中标单位在运行维护中出现运行故障（不可抗力因素除外）或发现违规操作，30分钟内未主动上报采购单位的，给予警告，并按次扣除合同总价款1‰的金额；合同生效期间累计扣除不超过合同总价款5%的金额。

２.中标单位在运行维护中出现巡检不及时、不到位的，按次扣除合同总价款1‰的金额；合同生效期间累计扣除不超过合同总价款的5%。

３.中标单位在运行维护中发现运行故障（不可抗力因素除外）、业务系统可用性低于50%或业务功能阻断等问题的，采购单位将根据中标单位处理时间（持续时间判定以采购单位通报为准）扣除合同总价款一定比例的金额。运行故障0.5小时≤持续时间＜4小时的，按次扣除合同总价款5‰的金额；运行故障4小时≤持续时间＜8小时的，按次扣除合同总价款1%的金额；运行故障持续时间≥8小时的，按次扣除合同总价款5%的金额。

（四）其他专项要求

１.禁止中标单位另行开发合同业务需求范围内供纳税人、缴费人使用的软件，对违反合约专门条款的，纳入失信名单。

２.中标单位在本项目实施过程中发生违反安全规定的行为，造成数据失窃或丢失、敏感信息泄露、主要业务系统瘫痪等不良后果的，自采购单位或采购单位主管机关做出认定结果之日起三年内，税务系统各单位可以拒绝中标单位参与税务系统政府采购活动。

３.中标单位应建立防止违法违规聘用离职税务人员的风险控制制度，出现违法违规聘用离职税务人员行为的，采购单位将采取包括但不限于要求其限期改正、支付违约金、解除合同、三年内限制参加所聘人员原单位及下属单位信息化项目政府采购活动等措施。

４.禁止中标单位采取馈赠礼品礼金、邀请娱乐旅游消费、提供便利条件等非正常交往手段“围猎”相关税务人员及亲属。一经发现，自发现之日起三年内，税务系统各单位可以拒绝中标单位参与税务系统政府采购活动。

八、其他要求

1.对技术支持人员承担的工作应进行安全保密风险分析，明确技术支持人员工作范围和边界，重点防范设备和资料失窃、误操作导致的软硬件故障、敏感信息泄露、对信息系统的越权操作和恶意攻击等风险，严格按照有关部门和招标人相关安全保密管理要求实施管理。

2.严格控制技术支持人员处理内部文件、获取税务数据的范围和权限，包括不得随意将携带的电脑和移动存储介质接入税务专网。

3.严格内外网管理，未经允许，不得擅自从内网拷贝并向外携带办公区数据、文档、程序等信息资源，确因工作需要，须填写申请，报主管应用系统负责人审批，并经运维支持中心备案后，方可实施相关操作。外网的数据进入内网，必须在指定计算机上，并进行严格检查杀毒后，方可进入内网，避免将病毒或木马等带入。

4.办公区计算机设备使用和安全要求严格遵循天津市相关规范。未经允许不得在公用计算机上保留各类工作文档及数据。办公区外网计算机需安装指定系统及防毒软件等必要软件，严禁接入办公区内网，不得保留与工作有关的文档、图片等电子文件，因工作需要上传下载的文件须及时删除。外网计算机统一配发使用账号，使用后需注销用户。

5.服务单位派驻国家税务总局天津市税务局的人员必须与服务单位签订正式劳动合同和信息系统安全保密协议。

**第四包：**

一、项目背景

由于税务总局垂直下发的密码组件目前存在密码应用不足、应用集成难、支持场景少等问题，无法满足我局当前的安全建设需求，因此，需要进一步完善现有密码组件的服务能力，解决各类密评中出现的问题。

二、项目内容

购买具有差异化、个性化的密码服务，如国密门禁身份鉴别服务、国密门禁数据完整性保护服务、通道加解密服务、高安全性身份鉴别服务等，进一步完善现有密码组件的服务能力，解决各类密评中出现的问题，梳理物理层、网络层、应用层和密码组件等四大密码服务提升场景，针对性解决现有的“卡脖子”问题，进一步实现业务系统的安全加固。

三、项目需求

1. 密码应用基础服务

**国密门禁身份鉴别服务：**使用采用国密算法的智能IC卡，基于国密SM4对称密码算法和密钥分散机制等密码技术对重要区域进入人员进行身份鉴别。

**国密门禁数据完整性保护服务：**基于PCI-E密码卡采用HMAC-SM3的消息鉴别码（MAC）机制对电子门禁系统进出记录数据进行存储完整性保护。

**通道加解密服务：**提供系统之间交互数据使用的传输加密，为系统与用户之间建立加密通道。支持SSL或IPSEC协议接入服务，支持国密算法。

**个人数字证书服务：**遵循国内相关标准颁发，用来证明个人在互联网上的数字身份。通过采用国产密码技术，采用SM2算法支撑客户端数字签名与签名认证等。

**设备数字证书服务：**遵循国内相关标准颁发，用来证明密码设备在互联网上的数字身份。

**磁盘级加解密服务：**采用透明化方式，对于重要的数据、文件等采用代码零改造的磁盘级加密存储技术，在无需修改应用程序的前提下，实现应用程序的可信存储环境，为应用程序提供透明、安全、高效、密评合规的存储加密功能。

### 密钥管理服务：密钥管理对于保证密钥全生存周期的安全性是至关重要的,可以保证密钥(除公钥外)不被非授权的访问、使用、泄露、修改和替换,可以保证公钥不被非授权的修改和替换。《中华人民共和国密码法》和《商用密码管理条例》等政策都要求商用密码的应用和管理应保障密钥管理的安全性。基于此，依据GB/T 39786-2021《信息安全技术 信息系统密码应用基本要求》，在密钥的产生、分发、存储、使用、更新、归档、撤销、备份、恢复和销毁等全生命周期进行安全管理。

**密码方案编制及更新服务：**梳理用户现状（包含系统使用单位情况、信息系统情况、软硬件信息情况、网络拓扑、信息资源分析、密码应用情况），形成符合国家、行业和用户要求的密码应用方案，并根据FAQ持续更新密码方案，使方案落地可行。

**密码咨询及改造服务：**根据税务实际场景，提供前期密码设计咨询服务以及后期密码集成对接及改造工作。

**安全管理制度编制服务：**制定密码应用安全管理制度，建立密码操作流程，设置密钥管理规则等。

**密码人员管理制度编制服务：**建立密码应用岗位责任制度，上岗人员培训制度，关键岗位人员保密制度及调离制度等。

**密码应用应急处置制度编制服务：**制定密码应用应急策略、应急处置方案等。

1. 密码应用提升服务

**高安全性身份鉴别服务：**增加基于SM2算法的国密数字证书认证登录方式，向用户USBKey配置基于SM2算法的国密数字证书，保证用户身份唯一性标识及身份信息的安全存储。

**增强级访问控制服务：**实现增强级访问控制，对访问控制信息做HMAC-SM3完整性保护。

**细粒度数据安全存储服务：**字段级细粒度的重要数据加解密，实现磁盘级安全服务上移，真正做到“数据可用不可见”。

**网络优化设计服务：**与税局网络安全组共同设计金三与金四的内网区、运维区，实现金三金四内网区、运维区互联互通。

**网络故障风险点优化评估服务：**调研应用负载均衡与VPN的功能差异，评估优化的可行性。

**网络层VPN统筹完善服务：**根据最新网络情况，重新设计VPN的部署方案，灵活调整VPN部署数量及位置。

**国密门禁-动力环境监控系统对接联调服务：**将国密门禁接入动力环境监控系统，实现动力对国密门禁的统一监控。

**国密视频监控-动力环境监控系统对接联调服务：**将国密视频监控接入动力环境监控系统，实现动力对国密视频监控的统一监控。

**物理智能设备密码改造支持服务：**对物理智能设备国产密码建设提供咨询、指导服务。

**密码组件调研评估服务：**深入细粒度调研密码机、签名验签服务器等密码组件的部署情况，评估复用粒度。

**密码组件对接改造服务：**将可复用的密码组件进一步对接改造，纳管到现有统一密码服务中，实现弹性扩容。

四、项目实施要求

## （一）项目总体要求

在工作开展中，通过提供差异化、个性化的密码服务，如国密门禁身份鉴别服务、国密门禁数据完整性保护服务、通道加解密服务、高安全性身份鉴别服务等，对现有的天津市税务信息系统进行改造，解决各类密评中出现的问题，进一步实现业务系统的安全加固。

## （二）项目人员要求

安排项目经理一名，要求从事密码服务工作3年以上，具有信息系统项目管理师（高级）、网络安全服务能力评价证书（CCSS-CM）；具体技术人员按照高级、中级技术人员合理分配，具备CISP注册信息安全工程师、软件设计师、数据库认证专家、售后服务管理师、信息系统项目管理师等证书，均要求有1年以上密码服务的工作经验。

五、项目验收要求

## （一）项目交付成果

1.按招标文件技术部分要求对服务进行验收，服务单位应在验收时提供相关周期性服务报告。

2.项目服务期内如果因技术人员问题，出现等保三级的信息系统密评不通过的情况时，按合同中违约条款追究责任。

## （二）项目验收文档

|  |  |  |
| --- | --- | --- |
| 产出物 | 频率 | 数量 |
| 国密门禁身份鉴别服务工作报告 | 按需 | 按需 |
| 国密门禁数据完整性保护服务工作报告 | 按需 | 按需 |
| 通道加解密服务工作报告 | 按需 | 按需 |
| 个人数字证书服务工作报告 | 按需 | 按需 |
| 设备数字证书服务工作报告 | 按需 | 按需 |
| 磁盘级加解密服务工作报告 | 按需 | 按需 |
| 密码方案编制及更新服务工作报告 | 按需 | 按需 |
| 密码咨询及改造服务工作报告 | 按需 | 按需 |
| 安全管理制度编制服务工作报告 | 按需 | 按需 |
| 密码人员管理制度编制服务工作报告 | 按需 | 按需 |
| 密码应用应急处置制度编制服务工作报告 | 按需 | 按需 |
| 高安全性身份鉴别服务工作报告 | 按需 | 按需 |
| 增强级访问控制服务工作报告 | 按需 | 按需 |
| 细粒度数据安全存储服务工作报告 | 按需 | 按需 |
| 网络优化设计服务工作报告 | 按需 | 按需 |
| 网络故障风险点优化评估服务工作报告 | 按需 | 按需 |
| 网络层VPN统筹完善服务工作报告 | 按需 | 按需 |
| 国密门禁-动力环境监控系统对接联调服务工作报告 | 按需 | 按需 |
| 国密视频监控-动力环境监控系统对接联调服务工作报告 | 按需 | 按需 |
| 物理智能设备密码改造支持服务工作报告 | 按需 | 按需 |
| 密码组件调研评估服务工作报告 | 按需 | 按需 |
| 密码组件对接改造服务工作报告 | 按需 | 按需 |

项目验收过程中，验收组成员将按照合同内容和工作要求对该项目进行审核，要求服务单位确保合同中涉及内容均已阶段性完成，完整提供交付文档和验收文档等。

六、税收信息化项目开发和应用管理工作要求

（一）失信认定

甲方遵照《税务系统信息化服务商失信行为记录名单制度（试行)》对乙方失信行为进行认定，并追究乙方相关责任。

（二）安全和保密要求

１.乙方应严格落实国家税务总局天津市税务局网络安全保密管理要求，承担技术支持人员的安全和保密管理责任。按甲方要求签订乙方保密协议书和技术支持人员保密承诺书。

２.乙方承担派驻技术支持人员背景审查，提供其身份证明、履历、家庭成员及主要社会关系、无犯罪记录证明等材料，提交信息备案表。

３.乙方负责派驻技术支持人员工作胜任、资格条件、以及网络安全能力评估，对技术支持人员承担的工作进行安全保密风险分析，明确技术支持人员工作范围和边界，重点防范设备和资料失窃、误操作导致的软硬件故障、敏感信息泄露、信息系统越权访问和网络攻击等风险。

４.乙方负责派驻技术支持人员的网络和数据安全管理、网络安全意识、保密意识、网络安全法律法规、网络安全技能以及网络安全警示教育等培训，上岗前确保考核合格。

５.对“安全和保密责任”落实不严格、不到位，造成重大安全事件或产生负面影响的，按照合同中“其他终止合同情况”条款执行，并依照相关法律等规定进行追责。

（三）其他专项要求

１.禁止乙方另行开发合同业务需求范围内供纳税人、缴费人使用的软件，对违反合约专门条款的，纳入失信名单。

２.乙方在本项目实施过程中发生违反安全规定的行为，造成数据失窃或丢失、敏感信息泄露、主要业务系统瘫痪等不良后果的，自甲方或甲方主管机关做出认定结果之日起三年内，税务系统各单位可以拒绝乙方参与税务系统政府采购活动。

３.乙方应建立防止违法违规聘用离职税务人员的风险控制制度，出现违法违规聘用离职税务人员行为的，甲方将采取包括但不限于要求其限期改正、支付违约金、解除合同、三年内限制参加所聘人员原单位及下属单位信息化项目政府采购活动等措施。

４.禁止乙方采取馈赠礼品礼金、邀请娱乐旅游消费、提供便利条件等非正常交往手段“围猎”相关税务人员及亲属。一经发现，自发现之日起三年内，税务系统各单位可以拒绝乙方参与税务系统政府采购活动。

七、其他要求

1.承担相关技术支持人员的安全和保密管理责任，服务单位必须签订《国家税务总局天津市税务局保密协议书》，技术支持人员必须签订《国家税务总局天津市税务局保密承诺书》。

2.对技术支持人员承担的工作应进行安全保密风险分析，明确技术支持人员工作范围和边界，重点防范设备和资料失窃、误操作导致的软硬件故障、敏感信息泄露、对信息系统的越权操作和恶意攻击等风险，严格按照有关部门和招标人相关安全保密管理要求实施管理。

3.严格控制技术支持人员处理内部文件、获取税务数据的范围和权限，包括不得随意将携带的电脑和移动存储介质接入税务专网。

4.严格内外网管理，未经允许，不得擅自从内网拷贝并向外携带办公区数据、文档、程序等信息资源，确因工作需要，须填写申请，报主管应用系统负责人审批，并经运维支持中心备案后，方可实施相关操作。外网的数据进入内网，必须在指定计算机上，并进行严格检查杀毒后，方可进入内网，避免将病毒或木马等带入。

5.办公区计算机设备使用和安全要求严格遵循天津市相关规范。未经允许不得在公用计算机上保留各类工作文档及数据。办公区外网计算机需安装指定系统及防毒软件等必要软件，严禁接入办公区内网，不得保留与工作有关的文档、图片等电子文件，因工作需要上传下载的文件须及时删除。外网计算机统一配发使用账号，使用后需注销用户。

6.服务单位派驻国家税务总局天津市税务局的人员必须与服务单位签订正式劳动合同和信息系统安全保密协议。

第三部分 投标须知

A 说明

1. 概述

1.1 根据《中华人民共和国政府采购法》、《中华人民共和国政府采购法实施条例》《中华人民共和国招标投标法》等有关法律、法规和规章的规定，本采购项目已具备招标条件。

1.2 本招标文件仅适用于投标邀请函中所叙述项目货物和服务的采购。

1.3 参与招标投标活动的所有各方，对在参与招标投标过程中获悉的国家、商业和技术秘密以及其它依法应当保密的内容，均负有保密义务，违者应对由此造成的后果承担全部法律责任。

2. 定义

2.1 “采购人”和“招标人”系指本次招标活动的采购单位。“采购代理机构”系指组织本次招标活动的机构，即“天津市政府采购中心”。

2.2 “投标人”系指响应招标、参加投标竞争的法人、其他组织或者自然人。

2.3 “服务”系指招标文件规定的投标人为完成采购项目所需承担的全部义务。

3. 解释权

3.1 本次招投标的最终解释权归为采购人、采购代理机构。

3.2 本文件未作须知明示，而又有相关法律、法规规定的，采购人、采购代理机构将对此解释为依据有关法律、法规的规定。

4. 合格的投标人

4.1 符合《中华人民共和国政府采购法》第二十二条供应商参加政府采购活动应当具备的条件及其他有关法律、法规关于供应商的有关规定，有能力提供招标采购服务的供应商。

4.2 符合《投标邀请函》中关于供应商资格要求（实质性要求）的规定。

4.3 关于联合体投标

若《投标邀请函》接受联合体投标的：

（1）两个以上的自然人、法人或者其他组织可以组成一个联合体，以一个供应商的身份共同参加政府采购。

（2）联合体各方均应当符合《政府采购法》第二十二条第一款规定的条件，根据采购项目的特殊要求规定投标人特定条件的，联合体各方中至少应当有一方符合《投标邀请函》规定的供应商资格条件（实质性要求）。

（3）联合体各方之间应当签订共同投标协议并在投标文件内提交，明确约定联合体主体及联合体各方承担的工作和相应的责任。联合体各方签订共同投标协议后，不得再以自己名义单独在同一合同项下投标，也不得组成新的联合体参加同一合同项下的投标。

（4）下载招标文件时，应以联合体协议中确定的主体方名义下载。

（5）联合体投标的，应以主体方名义提交投标保证金（如有），对联合体各方均具有约束力。

（6）由同一专业的单位组成的联合体，按照同一项资质等级较低的单位确定资质等级。业绩等有关打分内容根据共同投标协议约定的各方承担的工作和相应责任，确定一方打分，不累加打分；评审标准无明确或难以明确对应哪一方的打分内容按主体方打分。

（7）联合体中任意一方为中小企业的，该方应提供《中小企业声明函》。

（8）联合体各方应当共同与采购人签订采购合同，就采购合同约定的事项对采购人承担连带责任。

4.4 关于关联企业

除联合体外，法定代表人或单位负责人为同一个人或者存在直接控股、管理关系的不同供应商，不得同时参加同一合同项下的投标。如同时参加，则评审时将同时被拒绝。

4.5 关于中小微企业参与投标

中小微企业是指符合《政府采购促进中小企业发展管理办法》（财库[2020]46号）规定的供应商。中小微企业参与投标应提供《中小企业声明函》。

根据财库〔2014〕68号《财政部 司法部关于政府采购支持监狱企业发展有关问题的通知》，监狱企业视同小微企业。监狱企业是指由司法部认定的为罪犯、戒毒人员提供生产项目和劳动对象，且全部产权属于司法部监狱管理局、戒毒管理局、直属煤矿管理局，各省、自治区、直辖市监狱管理局、戒毒管理局，各地(设区的市)监狱、强制隔离戒毒所、戒毒康复所，以及新疆生产建设兵团监狱管理局、戒毒管理局的企业。监狱企业投标时，提供由省级以上监狱管理局、戒毒管理局（含新疆生产建设兵团）出具的属于监狱企业的证明文件，不再提供《中小企业声明函》。

根据《财政部 民政部 中国残疾人联合会关于促进残疾人就业政府采购政策的通知》（财库〔2017〕141号）的规定，残疾人福利性单位视同为小型、微型企业。

4.6 关于分公司投标

分公司作为投标人参与本项目政府采购活动的，应提供具有法人资格的总公司的营业执照副本扫描件及法人企业授权书，法人企业授权书须加盖总公司公章。总公司可就本项目或此类项目在一定范围或时间内出具法人企业授权书。已由总公司授权的，总公司取得的相关资质证书对分公司有效，法律法规或者行业另有规定的除外。

4.7 关于提供前期服务的供应商

为采购项目提供整体设计、规范编制或者项目管理、监理、检测等服务的供应商，不得再参加该采购项目的其他采购活动。

5. 合格的服务

5.1 投标人所提供的服务应当没有侵犯任何第三方的知识产权、技术秘密等合法权利。

5.2 投标人提供的服务应当符合招标文件的要求，并且其质量完全符合国家标准、行业标准或地方标准。

5.3 系统软件、通用软件必须是具有在中国境内的合法使用权或版权的正版软件，涉及到第三方提出侵权或知识产权的起诉及支付版税等费用由投标人承担所有责任及费用。

6. 投标费用

无论投标过程中的做法和结果如何，投标人自行承担所有与参加投标有关的费用。

7. 信息发布

本项目需要公开的有关信息，包括招标公告、更正公告、中标公告、终止公告等与招标活动有关的通知，采购人、采购代理机构均将通过“中国政府采购网（http://www.ccgp.gov.cn/）”和“天津政府采购中心网（http://tjgpc.zwfwb.tj.gov.cn）”公开发布。投标人在参与本采购项目招投标活动期间，请及时关注上述媒体和天津市政府采购中心招投标系统“查看项目文件”的相关信息。因没有及时关注而未能如期获取相关信息，投标人自行承担由此可能产生的风险。

8. 询问与质疑

8.1 根据《政府采购质疑和投诉办法》（财政部令第94号）、《天津市财政局关于转发<财政部关于进一步加强政府采购需求和履约验收管理的指导意见>的通知》（津财采[2017]4号）的要求及委托代理协议的授权范围，针对采购文件的询问、质疑应当向采购人提出；针对采购过程、采购结果的询问、质疑应当向天津市政府采购中心提出。

8.2 询问

（1）询问可以采取电话、当面或书面等形式。

（2）采购人应当自收到供应商询问之日起3个工作日内作出答复，但答复的内容不得涉及商业秘密或者依法应当保密的内容。

8.3 质疑

（1）提出质疑的供应商应当是参与所质疑项目采购活动的供应商。

（2）供应商认为采购文件、采购过程和采购结果使自己的权益受到损害的，可以在知道或者应知其权益受到损害之日起七个工作日内，以书面原件形式针对同一采购程序环节一次性向采购人提出质疑，否则不予受理。

（3）质疑函应当符合《政府采购质疑和投诉办法》（财政部令第94号）第十二条的规定，并按照统一格式提出（具体格式可参照天津市政府采购网（http://tjgp.cz.tj.gov.cn）“下载专区”中的“质疑函格式文本”）。质疑函应当明确阐述采购文件、采购过程、采购结果使自己的合法权益受到损害的法律依据、事实依据、相关证明材料及证据来源，以便于有关单位调查、答复和处理。

（4）供应商质疑应当有明确的请求和必要的证明材料。质疑内容不得含有虚假、恶意成份。依照谁主张谁举证的原则，提出质疑者必须同时提交相关确凿的证据材料和注明证据的确切来源，证据来源必须合法，采购人或天津市政府采购中心有权将质疑函转发质疑事项各关联方，请其作出解释说明。对捏造事实、滥用维权扰乱采购秩序的恶意质疑者，将上报天津市财政局政府采购处依法处理。

8.4 针对询问或质疑的答复内容需要修改采购文件的，其修改内容应当以政府采购网发布的更正公告为准。

9. 其他

本《投标须知》的条款如与《投标邀请函》、《招标项目需求》就同一内容的表述不一致的，以《投标邀请函》、《招标项目需求》中规定的内容为准。

B 招标文件说明

10. 招标文件的构成

10.1招标文件由下述部分组成：

（1）投标邀请函

（2）招标项目需求

（3）投标须知

（4）合同条款

（5）投标文件格式

（6）本项目招标文件的更正公告内容（如有）

10.2 除非有特殊要求，招标文件不单独提供招标项目使用地的自然环境、气候条件、公用设施等情况，投标人被视为熟悉上述与履行合同有关的一切情况。

10.3 加注“★”号条款为实质性条款，不得出现负偏离，发生负偏离即做无效标处理。

10.4 招标文件中涉及的参照品牌、型号仅起说明作用，并没有任何限制性，投标人在投标中可以选用其他替代品牌或型号，但这些替代要实质上优于或相当于招标要求。

11. 招标文件的澄清和修改

11.1 投标截止前，采购人、采购代理机构需要对招标文件进行补充或修改的，采购人、采购代理机构将会通过“中国政府采购网”、“天津市政府采购中心网”以更正公告形式发布。

11.2 更正公告一经在“中国政府采购网”、“天津市政府采购中心网”发布，天津市政府采购中心招投标系统将自动发送通知至已获取招标文件供应商的“查看项目文件”，视同已书面通知所有招标文件的收受人。请参与项目的供应商及时关注更正公告，由此导致的风险由投标人自行承担，采购人、采购代理机构不承担任何责任。

11.3 更正公告的内容为招标文件的组成部分。当招标文件与更正公告就同一内容的表述不一致时，以最后发出的更正公告内容为准。

11.4 招标文件的澄清、答复、修改或补充都应由采购代理机构以更正公告形式发布，除此以外的其他任何澄清、修改方式及澄清、修改内容均属无效，不得作为投标的依据，由此导致的风险由投标人自行承担，采购人、采购代理机构不承担任何责任。

12. 答疑会和踏勘现场

12.1 采购人、采购代理机构召开答疑会的，所有投标人应按《投标邀请函》规定的时间、地点参加答疑会。投标人如不参加，其风险由投标人自行承担，采购人、采购代理机构不承担任何责任。

12.2 采购人、采购代理机构组织踏勘现场的，所有投标人按《投标邀请函》规定的时间、地点参加踏勘现场活动。投标人如不参加，其风险由投标人自行承担，采购人、采购代理机构不承担任何责任。

12.3 采购人、采购代理机构在答疑会或踏勘现场中口头介绍的情况，除经“中国政府采购网”、“天津市政府采购中心网”以更正公告的形式发布外，不构成对招标文件的修改，不作为投标人编制投标文件的依据。

C 投标文件的编制

13. 要求

13.1 投标人应仔细阅读招标文件的所有内容，按招标文件要求编制投标文件，以使其投标对招标文件做出实质性响应。否则，其投标文件可能被拒绝，投标人须自行承担由此引起的风险和责任。

13.2 投标人应根据招标项目需求和投标文件格式编制投标文件，保证其真实有效，并承担相应的法律责任。

13.3 投标人应对投标文件所提供的全部资料的真实性承担法律责任，并无条件接受采购人、采购代理机构对其中任何资料进行核实（核对原件）的要求。采购人、采购代理机构核对发现有不一致或供应商无正当理由不按时提供原件的，按有关规定执行。

14. 投标语言及计量单位

14.1 投标人和采购代理机构就投标交换的文件和来往信件，应以中文书写，全部辅助材料及证明材料均应有中文文本，并以中文文本为准。外文资料必须提供中文译文，并保证与原文内容一致，否则投标人将承担相应法律责任。除签名、盖章、专用名称等特殊情形外，以中文以外的文字表述的投标文件，评标委员会有权拒绝其投标。

14.2 除在招标文件中另有规定，投标文件所使用的计量单位均应使用中华人民共和国法定计量单位。

15. 投标文件格式

15.1 投标人应按招标文件中提供的投标文件格式完整填写。因不按要求编制而引起系统无法检索、读取相关信息时，其后果由投标人自行承担。

15.2 投标人可对本招标文件“招标项目要求”所列的所有服务进行投标，也可只对其中一包或几包的服务投标；若无特殊说明，每一包的内容不得分项投标，原则上按照整包确定中标供应商。

15.3 投标人根据招标文件的规定和采购项目的实际情况，拟在中标后将中标项目的非主体、非关键性工作分包的，应当在投标文件中载明分包承担主体，分包承担主体应当具备相应资质条件且不得再次分包。

15.4 如投标多个包的，要求按包分别独立制作投标文件。

15.5 投标文件（包括封面和目录）的每一页，从封面开始按阿拉伯数字1、2、3…顺序编制页码。

16. 投标报价

16.1 投标书、开标一览表等各表中的报价，若无特殊说明应采用人民币填报。

16.2 投标报价是为完成招标文件规定的一切工作所需的全部费用的最终优惠价格。

16.3 除《招标项目需求》中说明并允许外，投标的每一个货物、服务的单项报价以及采购项目的投标总价均只允许有一个报价，任何有选择的报价，采购人、采购代理机构均将予以拒绝。

17. 投标人资格证明文件

投标人必须提交证明其有资格进行投标和有能力履行合同的文件，作为投标文件的一部分。

（1）《投标邀请函》中规定的供应商资格要求（实质性要求）证明文件；

（2）若国家及行业对投标项目有特殊资格要求的，还须提供特殊资格证明文件；

（3）涉及本须知中“4. 合格的投标人”相关要求的，按其要求执行。

18. 技术响应文件

18.1 投标人须提交证明其拟提供的服务符合招标文件规定的技术响应文件，作为投标文件的一部分。

18.2 上述技术响应文件可以是文字资料、图纸或数据，其内容应包括但不限于人力、物力等资源的投入以及服务内容、方式、手段、措施、质量保证及建议等。

19. 投标保证金

19.1 按照《招标项目要求》要求执行。

19.2 符合《政府采购货物和服务招标投标管理办法》和《政府采购法实施条例》相关规定。

20. 投标有效期

20.1 投标有效期为提交投标文件的截止之日起60天。投标书中规定的有效期短于招标文件规定的，其投标将被拒绝。

20.2 特殊情况下，采购代理机构可于投标有效期满之前，向投标人提出延长投标有效期的要求。答复应以书面形式进行。投标人可以拒绝上述要求，但不被没收投标保证金。对于同意该要求的投标人，既不要求也不允许其修改投标文件，但将要求其延长投标保证金的有效期。

21. 投标文件的签署及规定

21.1 投标文件应按《招标项目要求》和《投标文件格式》如实编写，未尽事宜可自行补充。投标文件内容不完整、格式不符合导致投标文件被误读、漏读或者查找不到相关内容的，投标人自行承担由此产生的风险。

21.2 投标人按照《投标邀请函》的要求提交网上应答并上传加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准）。

21.3 若有修改须于规定时间内重新提交电子投标文件。投标文件因模糊不清或表达不清所引起的后果由投标人自负。

D 投标文件的网上应答和提交

22. 投标人须按《投标邀请函》规定提交网上应答并上传加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准）。具体方式：使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-”网上招投标”-“供应商登录”-“市级集采机构入口”提交网上应答并上传加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准）。如有需要，投标人可于工作时间且在招标文件规定的截止时间前到天津市河东区红星路79号天津市政府采购中心窗口完成上述操作。

23. 制作和上传电子投标文件要求

23.1 投标人须下载天津市政府采购中心网-下载中心-《天津公共资源电子签章客户端安装包及使用说明》。

23.2 投标人须按照招标文件的规定制作电子投标文件，对所需提供的一切纸质材料进行扫描后加入电子投标文件，按照《天津公共资源电子签章客户端安装包及使用说明》规定的要求制作加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准），并于投标截止时间前上传至天津市政府采购中心招投标系统。

特别提醒：

（1）由于投标人网络接入速率不可控等网络传输风险，建议投标人在网上应答上传加盖电子签章的PDF文件后，对上传文件进行下载，核对文件完整性，如是否缺页少页、图片是否显示完整、签章是否有效等，并按照《天津公共资源电子签章客户端安装包及使用说明》要求的文件检查方法进行检查，确保投标文件上传准确、有效。

（2）投标人应当按照天津公共资源电子签章客户端使用说明的要求使用电子签章客户端软件。不按本使用说明使用电子签章客户端软件，或使用word等其它软件进行签章工作，将会造成天津公共资源电子签章客户端无法读取签章信息，并导致投标无效。

23.3 投标人须保证电子投标文件清晰，便于识别，如因上传、扫描、格式等原因导致评审时受到影响，由投标人自行承担相应责任。

24. 投标人须承诺接受电子投标的方式，并自行承担由此带来的废标、无效投标的风险。

25. 未按招标文件的规定提交网上应答和上传加盖投标人电子签章的PDF格式电子投标文件（以通过天津公共资源电子签章客户端正确读取签章信息为准）的投标将被拒绝。

E 开标和评标

26. 开标解密和资格审查

26.1 投标人须于《投标邀请函》中规定的时间内使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-”网上招投标”-“供应商登录”-“市级集采机构入口”完成开标解密。

26.2 由于投标人原因，没有在规定时间内进行网上开标解密，视为无效投标。

26.3 开标解密后，对开标结果进行网上公示，投标人报价为空、为零的将被视为无效投标。

26.4 开标解密后，投标代表人应保持电话畅通并具备相应的网络环境，随时准备接受评委的网上询标。

26.5 投标人须于规定时间内通过天津市政府采购中心招投标系统“询标解答”对评委的网上询标予以解答。如投标代表人被要求到评审现场答疑时，须携带身份证等有效证件原件，以备查验。

26.6 投标截止时间后，投标人不足3家的，不得开标。

26.7 开标解密后，采购人或采购代理机构应当依法对投标人的资格进行审查。资格审查合格的投标人不足3家的，不得评标。

27. 评标委员会

27.1 评标委员会成员由采购人代表和评审专家组成，成员人数应当为5人以上单数，其中评审专家不得少于成员总数的三分之二。

27.2 评标委员会负责审查投标文件是否符合招标文件的要求，并进行审查、询标、评估和比较。评标委员会认为必要时，可向投标人进行询标。

27.3 出现符合专业条件的供应商或者对招标文件作实质性响应的供应商不足三家，或投标人的报价均超过了采购预算，采购人不能支付的情况时，或出现影响采购公正的违法、违规行为时，评标委员会有权宣布废标。

27.4 评标委员会负责完成全部评标工作，向采购人提出经评标委员会签字的书面评标报告。

28. 对投标文件的审查和响应性的确定

28.1 符合性检查。评标委员会依据法律法规和招标文件的规定，对投标文件的内容是否完整、有无计算错误、要求的保证金是否已提供、文件签署是否正确、实质性要求等进行审查，确定每份投标文件是否实质上响应了招标文件的要求。

28.2 投标截止时间后，除评标委员会要求提供外，不接受投标人及与投标人有关的任何一方递交的材料。

28.3 实质上没有响应招标文件要求的投标文件，将被拒绝。投标人不得通过修改或撤回不符合要求的重大偏离而使其投标成为响应性的投标。如出现下列情况之一的，其投标将被拒绝或中标无效：

（1）投标文件未按招标文件的要求加盖电子签章的；

（2）投标有效期短于招标文件要求的；

（3）投标文件中提供虚假材料的；

（4）不能满足招标文件中任何一条实质性要求或加注“★”号条款出现负偏离或经评标委员会认定未实质性响应招标文件要求的或投标内容不符合相关强制性规定的；

（5）未按时进行网上解密或电子投标文件损坏、无效的；

（6）投标报价超出采购预算或最高限价；

（7）存在串通情形的；

（8）单位负责人或法定代表人为同一人，或者存在控股、管理关系的不同供应商，参加同一合同项下投标的，相关投标均无效；

（9）其他法定投标无效的情形。

28.4 评标委员会对确定为实质上响应的投标进行审核，投标文件报价出现前后不一致的，修改错误的原则如下：

（1）投标文件中开标一览表（报价表）内容与投标文件中相应内容不一致的，以开标一览表（报价表）为准；

（2）大写金额和小写金额不一致的，以大写金额为准；

（3）单价金额小数点或者百分比有明显错位的，以开标一览表的总价为准，并修改单价；

（4）总价金额与按单价汇总金额不一致的，以单价金额计算结果为准。

（5）同时出现两种以上不一致的，按照前款规定的顺序修正。修正后的报价经投标人确认后产生约束力，投标人不确认的，其投标无效。

28.5 评标委员会将要求投标人按上述修改错误的方法调整投标报价，投标人同意后，调整后的报价对投标人起约束作用。如果投标人不接受修改后的报价，其投标将被拒绝。

29. 投标文件的澄清

29.1 澄清有关问题。为了有助于对投标文件进行审查、评估和比较，评标委员会有权要求投标人对投标文件中含义不明确、同类问题表述不一致或者有明显文字和计算错误的内容作出必要的澄清、说明或者纠正。投标人有义务按照评标委员会通知的时间、地点指派投标代表人就相关问题进行澄清。

29.2 投标人澄清、说明、答复或者补充的内容须为PDF格式并加盖电子签章后上传至天津市政府采购中心招投标系统。

29.3 投标人的澄清、说明、答复或者补充应在规定的时间内完成，并不得超出投标文件的范围或对投标内容进行实质性的修改。

29.4 澄清文件将作为投标文件的一部分，与投标文件具有同等的法律效力。

30. 投标的评估和比较

评标委员会将根据招标文件确定的评标原则和评标方法对确定为实质上响应招标文件要求的投标进行评估和比较。

31. 评标原则和评标方法

31.1 评标原则

（1）评标委员会应当按照客观、公正、审慎的原则，根据招标文件规定的评审程序、评审方法和评审标准进行独立评审。

（2）评标委员会发现招标文件存在歧义、重大缺陷导致评标工作无法进行，或者招标文件内容违反国家有关强制性规定的，应当停止评标工作，与采购人或者采购代理机构沟通并作书面记录。采购人或者采购代理机构确认后，应当修改招标文件，重新组织采购活动。

（3）对招标文件中描述有歧义或前后不一致的地方，但不影响项目评审的，评标委员会有权进行评判，但对同一条款的评判应适用于每个投标人。

（4）评标委员会认为投标人的报价明显低于其他通过符合性审查投标人的报价，有可能影响产品质量或者不能诚信履约的，应当要求其在评标现场合理的时间内提供书面说明，必要时提交相关证明材料；投标人不能证明其报价合理性的，评标委员会应当将其作为无效投标处理。

31.2 评标方法

（1）采用“综合评分法”的评标方法，具体评审因素详见《招标项目需求》。评标采用百分制，各评委独立分别对实质上响应招标文件的投标进行逐项打分，对评标委员会各成员每一因素的打分汇总后取算术平均分，该平均分为供应商的得分。

（2）根据《中华人民共和国政府采购法实施条例》和《关于进一步规范政府采购评审工作有关问题的通知》（财库〔2012〕69号）的规定，评标委员会成员要依法独立评审，并对评审意见承担个人责任。评标委员会成员对需要共同认定的事项存在争议的，按照少数服从多数的原则做出结论。持不同意见的评标委员会成员应当在评审报告上签署不同意见并说明理由，否则视为同意。

（3）评标委员会审查产品资质或检测报告等相关文件符合性时，应综合考虑行业特点、交易习惯、采购需求最本质原义等情况，而不应以投标文件中产品名称与招标文件产品名称是否一致作为审查的标准。

（4）中标候选供应商产生办法：按得分由高到低顺序确定中标候选供应商；得分相同的，按投标报价由低到高顺序确定中标候选供应商；得分且投标报价相同的，按技术指标优劣顺序确定中标候选供应商，采购人或评标委员会经采购人授权后按中标候选供应商顺序确定中标供应商。

（5）根据《政府采购货物和服务招标投标管理办法》（财政部令第87号）第43条规定，如评审现场经财政部门批准本项目转为其他采购方式的，按相应采购方式程序执行。

32. 其他注意事项

32.1 在开标、投标期间，投标人不得向评标委员会成员或采购代理机构询问评标情况、施加任何影响，不得进行旨在影响评标结果的活动。

32.2 为保证定标的公正性，在评标过程中，评标委员会成员不得与投标人私下交换意见。在开、评标期间及招标工作结束后，凡与评标情况有接触的任何人不得透露审查、澄清、评价和比较等投标的有关资料以及授标建议等评标情况。

32. 3 本项目不接受赠品、回扣或者与采购无关的其他商品、服务。

F 授予合同

33. 中标供应商的产生

33.1 采购人可以事先授权评标委员会直接确定中标供应商。

33.2 采购人也可以按照《政府采购法》及其实施条例等法律法规的规定和招标文件的要求确认中标供应商。

34. 中标通知

34.1 中标公告发布同时，采购代理机构将通过天津市政府采购中心招投标系统以电子形式向中标供应商发出《中标通知书》（请使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-”网上招投标”-“供应商登录”-“市级集采机构入口”，并从“供应商系统”的“查看项目文件”中获取）。《中标通知书》一经发出即发生法律效力。

35. 投标人可使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-”网上招投标”-“供应商登录”-“市级集采机构入口”，并从“供应商系统”的“项目资审情况”中获取未通过资格审查的原因或从“供应商系统”的“查看排序和得分”中获取未中标人本人的评审得分与排序。

36. 签订合同

36.1 采购人与中标供应商应当在中标通知书发出之日起三十日内，按照招标文件确定的事项签订政府采购合同。合同文本请使用天津数字认证有限公司发出的CA数字证书（原天津市电子认证中心发出尚在有效期内的CA数字证书仍可使用）登陆天津市政府采购中心网（网址：http://tjgpc.zwfwb.tj.gov.cn）-”网上招投标”-“供应商登录”-“市级集采机构入口”，并从“供应商系统”的“合同”中获取。

36.2 招标文件、中标供应商的投标文件及其澄清文件等，均为签订合同的依据，且为合同的组成部分。

37. 履约保证金

37.1 若《招标项目要求》规定须提交履约保证金的，中标供应商须按照规定要求提交履约保证金。

37.2 中标供应商未能按合同规定履行其义务，采购人有权没收其履约保证金。

38. 中标供应商拒绝与采购人签订合同的，采购人可以按照评审报告推荐的中标候选人名单排序，确定下一候选人为中标供应商，也可以重新开展政府采购活动。

39. 合同分包

39.1 未经采购人同意，中标供应商不得分包合同。

39.2 政府采购合同分包履行的，中标供应商就采购项目和分包项目向采购人负责，分包供应商就分包项目承担责任。

第四部分 合同条款

**合同一般条款**

需方：

供方：

供、需双方根据 项目（项目编号：TGPC-201 - ）的政府采购结果和招标文件的要求，并经双方协商一致，达成 合同：

* 本合同为中小企业预留合同
* 本合同非中小企业预留合同

鉴于政府采购使用的合同文本的特殊性，本合同一般条款仅作为确立法律关系框架作用，具体合同的权利义务等内容以双方签订的专业合同为准，该合同作为本政府采购合同附件，与本合同具有同等法律效力，如附件合同没有而合同一般条款有的且涉及政府采购性质的内容，以合同一般条款内容为准。

一、采购内容： （详见附件）

合同总价款：人民币 元

大写：人民币 元整

二、质量要求及对质量负责条件和期限：见附件。

三、供方所提供的服务必须具有合法手续及相关文件。如涉及知识产权则必须是自己拥有或合法使用的。

四、服务时间、地点、方式：见附件。

五、供方应随服务向需方交付的相关资料。如果所提交文件是外文的，供方有义务为需方提供中文或译成中文文件。

六、验收工作由需方负责对合同进行验收。

七、货款支付方式：见附件。

供方开户银行（汉字全称）： ，

行号（数字代码）： ，

帐 号： 。

八、有关涉及本合同供方向天津市政府采购中心所提交的投标文件及有关澄清资料和服务承诺均视为本合同不可分割的部分，对供方具有约束力。

九、本合同一式 份，需方留存 份，供方留存 份，均具同等效力，签字盖章后生效。

|  |  |
| --- | --- |
| 供方（公章）： | 需方（公章）： |
| 地址： | 地址： |
| 法定代表人： | 法定代表人： |
| 委托代理人： | 委托代理人： |
| 电话： | 电话： |

时间：20 年 月 日

**合同特殊条款**

合同特殊条款是合同一般条款的补充和修改。如果两者之间有抵触，应以特殊条款为准。

合同特殊条款由供方和需方根据项目的具体情况协商拟订。

第五部分 投标文件格式

**投标文件封面格式**

![1](data:image/jpeg;base64,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)

投 标 文 件

**（加盖电子签章）**

**项目编号：**

**项目名称：**

**所投包号：**

**投标单位名称：**

**投标代表人姓名：**

**投标日期： 年 月 日**

**投标文件总目录**

**（投标人自行编制）**

**评分因素及评标标准页码检索**

**（需投标人按招标文件“评分因素及评标标准”中每个评分项逐项列明页码）**

**附件1**

**投标书**

致：天津市政府采购中心

根据贵方为天津市 项目（项目编号： ）的投标邀请，签字代表 （姓名/职务）经正式授权并代表我公司 （投标单位名称、地址）提交网上应答及上传加盖电子签章的投标文件。

据此函，签字代表宣布同意如下：

1. 所附投标报价表中规定的应提供和交付的服务投标总价为：

第一包，￥ 元（人民币），大写 。

第二包，￥ 元（人民币），大写 。

……

2. 我公司将按招标文件的规定履行合同责任和义务。

3. 我公司已详细审查全部招标文件，包括更正公告以及全部参考资料和所有附件。我们认为全部招标文件（包括更正公告以及全部参考资料和所有附件）公平公正，无倾向性和排他性，我们完全理解并同意放弃对这方面有不明及误解的权利。

4. 我公司的投标有效期为开标之日起60天。

5. 我公司同意按照招标方要求提供的与投标有关的一切数据或资料，并声明投标文件及所提供的一切资料均真实有效。由于我公司提供资料不实而造成的责任和后果由我公司自行承担。

6. 我公司保证所投产品来自合法的供货渠道，若中标，则有义务向采购人提供其需要的有效书面证明材料。如果提供非法渠道的商品，视为欺诈，并承担相关责任。

7. 我公司已熟知贵中心关于本项目电子招投标的要求和规定，我公司完全响应本次招投标通过网上应答进行的方式，我方承诺投标数据以应答截止时间贵中心网络服务器数据库的记录为准，一切因网络通信或我方操作失误造成的应答数据错误或缺失均与贵中心无关，我方愿承担因此出现的任何风险和责任。

8. 我公司承诺完全符合《政府采购法》、《政府采购法实施条例》等法律法规规定，并随时接受采购人、采购代理机构的检查验证。在整个招标过程中，我公司若有违规行为，我公司完全接受贵中心依照相关法律法规和招标文件的规定给予处罚。

9. 我公司承诺未列入“信用中国”网站（www.creditchina.gov.cn）失信被执行人、重大税收违法案件当事人名单，也未列入中国政府采购网（www.ccgp.gov.cn）政府采购严重违法失信行为记录名单，符合《中华人民共和国政府采购法》第二十二条规定的各项条件，具备履行合同所必需的设备和专业技术能力，投标截止日前3年在经营活动中没有重大违法记录。

10. 我公司若中标，本承诺将成为合同不可分割的一部分，与合同具有同等的法律效力。

11. 如违反上述承诺，我公司投标无效且接受相关部门依法作出的处罚，并承担通过相关媒体予以公布的任何风险和责任。

12. 我公司开票信息如下，**此信息与我公司在税务局注册的信息一致**：

纳税人识别号：

地址、电话：

开户行及账号：

开具发票类型：□增值税专用发票 □增值税普通发票

13. 我公司选择招标代理服务费发票领取方式（请自行选择以下任一方式并在相应□里划“√”）：

**□上门自取**

**□到付邮寄**

邮寄地址、邮编：

邮寄联系人、手机号码：

投标人名称：

日期： 年 月 日

**附件2**

**开标一览表**

项目名称：

项目编号：

包号：

单位：元

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 包号 | 服务名称 | 数量 | 投标总价 | 备注 |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

投标人名称：

日期： 年 月 日

**附件3**

**开标分项一览表**

项目名称：

项目编号：

包 号：

单位：元

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **项号** | **服务名称** | **总价** | **数量** | **备注** |
| 1 |  |  | 1项 |  |
| 其中 | | | | |
| **分项名称** | | **价格** | **数量** | **备注** |
|  | |  |  |  |
|  | |  |  |  |
|  | |  |  |  |
|  | |  |  |  |
| 管理费、税费 | |  |  |  |
| …… | |  |  |  |
|  | |  |  |  |

注：1. 本表第一行填写本项目投标总价，须与附件2中投标总价保持一致。

2. 下面应填写分项价格及分项名称（分项名称可根据实际情况增减、修改），分项价格汇总应等于总价。

投标人名称：

日期： 年 月 日

**附件4**

**商务要求点对点应答表**

项目名称：

项目编号：

包号：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 招标要求 | 投标应答 | 偏离说明 | 备注 |
| （一）报价要求 | | | | |
|  |  |  |  |  |
| （二）服务要求 | | | | |
|  |  |  |  |  |
| （三）时间、地点要求 | | | | |
|  |  |  |  |  |
| （四）付款方式 | | | | |
|  |  |  |  |  |
| （五）投标保证金和履约保证金 | | | | |
|  |  |  |  |  |

注：

1. 不如实填写偏离情况的投标文件将视为虚假材料。

2. 招标要求指招标文件中规定的具体要求，投标应答指投标文件的具体内容。

4. 偏离说明指招标要求与投标应答之间的不同之处。

投标人名称：

日期： 年 月 日

**附件5**

**技术要求点对点应答表**

项目名称：

项目编号：

包号：

| 序号 | 招标要求 | 投标应答 | 偏离说明 | 备注 |
| --- | --- | --- | --- | --- |
| 1 | （一）投标人须承诺所提供的服务、人员及设备符合相关国家强制性规定。 |  |  |  |
| 2. 项目需求书要求 | | | | |
| 序号 | 招标要求 | 投标应答 | 偏离说明 | 备注 |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

注：

1. 不如实填写偏离情况的投标文件将视为虚假材料。

2. 招标要求指招标文件中规定的具体要求，投标应答指投标文件的具体内容。

3. 偏离说明指招标要求与投标应答之间的不同之处。

4. 投标人在上表“项目需求书要求”的投标应答中必须列出具体数值或内容。如投标人未应答或只注明“符合”、“满足”等类似无具体内容的表述，将被视为不符合招标文件要求。投标人自行承担由此造成的一切后果。

投标人名称：

日期： 年 月 日

**附件6**

**主要相关项目业绩一览表**

项目名称：

项目编号：

包号：

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 序号 | 用户单位名称 | 项目内容 | 实施地点 | 用户联系人及联系方式 | 项目起止时间 | 合同金额 |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |

备注：若招标文件第二部分评分因素及评标标准中要求提供业绩的，投标人所列业绩应按其要求将证明材料按顺序附后。

投标人名称：

日期： 年 月 日

**附件7-1**

**专业人员组成及任务分配**

|  |  |  |  |
| --- | --- | --- | --- |
| **姓名** | **职位** | **学历** | **任务** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

**注：列出所有参加本项目专业人员名单及在本项目中所承担职位和工作。**

**附件7-2**

**专业人员简历格式**

本项目岗位：

人员姓名：

学历、专业：

所获证书：

出生日期：

在此公司工作年限：

**关键资格条件：**

***（概述此人员与本任务最相关的经验，描述其在以前的有关任务中承担的责任，给出日期和地点。）***

**教育：**

*（概述此人员的大学和其他专业化教育和培训情况，给出学校的名称、入学日期、所获学位。）*

**所获证书：**

*（提供此人与本项目相关的证书扫描件）*

**工作简历：**

（从现任职位开始，倒叙列出自毕业后所任所有职务、日期、受雇单位名称、职位头衔、任务地点。近十年的经验应给出从事活动的类型和适当的用户信息。）

**注：关键岗位人员均需填写此表。**

**附件8**

**投标代表人授权书**

致：天津市政府采购中心

我单位授权委托本月/上月（本月尚未缴纳社保的，则填写上月）由我单位缴纳社会保险的在职职工\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_（姓名）（身份证号码：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_、联系电话：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_）作为投标代表人以我方的名义参加贵中心组织的\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_项目（项目编号：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_）的投标活动，并代表我方全权办理针对上述项目的投标、开标、投标文件澄清、签约等一切具体事务和签署相关文件。

我方对投标代表人的签名事项负全部责任。

本授权书至投标有效期结束前始终有效。

投标代表人无转委托权，特此委托。

年 月 日

|  |  |
| --- | --- |
| 投标代表人身份证正面 | 投标代表人身份证背面 |

**附件9-1**

**中小企业声明函（服务）**

本公司（联合体）郑重声明，根据《政府采购促进中小企业发展管理办法》（财库﹝2020﹞46号）的规定，本公司（联合体）参加 **（请填写项目名称）**采购活动，服务全部由符合政策要求的中小企业承接。相关企业（含联合体中的中小企业、签订分包意向协议的中小企业）的具体情况如下：

1. （**请填写标的名称**），属于 软件和信息技术服务业 **（请填写本项目采购文件中明确的所属行业）**行业；承接企业为 （**请填写承接该标的企业名称**），从业人员 人，营业收入为 万元，资产总额为 万元，属于 （**请根据中小企业划分标准填写中型企业/小型企业/微型企业**）；

2. （**请填写标的名称**），属于 **（请填写本项目采购文件中明确的所属行业）**行业；承接企业为 （**请填写承接该标的企业名称**），从业人员 人，营业收入为 万元，资产总额为 万元，属于 （**请根据中小企业划分标准填写中型企业/小型企业/微型企业**）；

……

以上企业，不属于大型企业的分支机构，不存在控股股东为大型企业的情形，也不存在与大型企业的负责人为同一人的情形。

本企业对上述声明内容的真实性负责。如有虚假，将依法承担相应责任。

投标人名称：

日期：

**注：**

**1.标的名称须按照采购文件中明确的标的名称进行填写；所属行业须按照采购文件中明确的所属行业进行填写，否则不享受中小企业扶持政策。**

**2.从业人员、营业收入、资产总额填报上一年度数据，无上一年度数据的新成立企业可不填报。除新成立企业外，上表填写不全的，不享受中小企业扶持政策。**

**3.中标（成交）供应商享受中小企业扶持政策的，将随中标（成交）结果同时公告其《中小企业声明函》，接受社会监督。**

**附件9-2**

**若不是残疾人福利性单位，投标文件中可不提供此声明函**

**残疾人福利性单位声明函**

本单位郑重声明，根据《财政部 民政部 中国残疾人联合会关于促进残疾人就业政府采购政策的通知》（财库〔2017〕141号）的规定，本单位为符合条件的残疾人福利性单位，且本单位参加\_\_\_\_\_\_单位的\_\_\_\_\_\_项目采购活动提供本单位制造的货物（由本单位承担工程/提供服务），或者提供其他残疾人福利性单位制造的货物（不包括使用非残疾人福利性单位注册商标的货物）。

本单位对上述声明的真实性负责。如有虚假，将依法承担相应责任。

投标人名称：

日 期：

注：

**中标供应商为残疾人福利性单位的，将随中标结果同时公告其《残疾人福利性单位声明函》，接受社会监督。**

**若不是残疾人福利性单位，投标文件中可不提供此声明函。**

**附件10**

**政府采购政策情况表**

项目名称：

项目编号：

包号：

单位：元

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 节能产品（非强制节能产品） | 产品名称 | 品牌型号 | | 制造商 | 节能认证证书编号 | 金额 |
|  |  | |  |  |  |
|  |  | |  |  |  |
| 节能产品（不包括强制节能产品）金额合计 | | | | |  |
| 比重（节能产品金额/投标所投包总价） | | | | | % |
| 节能产品证明材料见投标文件第 至 页。 | | | | | |
| 环境标志产品 | 产品名称 | 品牌型号 | 制造商 | | 环境标志认证证书编号 | 金额 |
|  |  |  | |  |  |
|  |  |  | |  |  |
| 环境标志产品金额合计 | | | | |  |
| 比重（环境标志产品金额/所投包投标总价） | | | | | % |
| 环境标志产品证明材料见投标文件第 至 页。 | | | | | |

填报要求：

1. 请投标人正确填写本表，所填内容将作为评分的依据。其内容或数据应与对应的证明资料相符，如果填写不完整或有误，不再享受上述政策优惠。

2. 节能产品是指财政部和国家发展改革委员会公布现行的《节能产品政府采购清单》中的产品；环境标志产品是指财政部、生态环境部发布现行的《环境标志产品政府采购清单》中的产品。请提供《清单》中相关内容页（并对相关内容作圈记）。

投标人名称：

日期：

**附件11：招标文件第一部分供应商资格要求的证件**

**附件12**

**书面声明**

参加政府采购活动前3年我单位在经营活动中没有重大违法记录。

我单位具备良好的商业信誉和健全的财务会计制度，依法缴纳税收和社会保障资金。

投标人名称：

日期：

**证明材料**

我单位具备履行本项目合同所必需的设备和专业技术能力。

投标人名称：

日期：

**附件13：招标文件评分因素及评标标准中要求的证明材料扫描件、方案等**

**附件14：投标人认为需要提供的其他资料**